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Target Audience

This guide is intended for users, administrators and technicians responsible for

installing, configuring, operating and managing an IP DSLAM device.

Note, Tip and Warnings

This guide includes various Note, Tip, and Warnings, which are highlighted with

graphics to indicate important information.

Examples of the standard graphics used to mark this information as following:

M/ Note contains “for your information” text that corresponds to a
topic.

Tip offers helpful hints and time-saving suggestions about
using features.

]
i
@ Warnings identify essential steps, actions, or system messages

that should not be ignored.

Acronyms
Term Description
ATUC modem at near (Central) end of line
ATUR modem at Remote end of line
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CHAPTER 1
IP DSLAM System Description

This chapter is divided into the following sections:

e Section 1.1: IP DSLAM Application Descriptions
e Section 1.2: IP DSLAM Slave Architecture

1.1 IP DSLAM Application Descriptions

IP DSLAM, which is equipped with 24 ADSL ports, is designed for ISP (Internet
Service Provider) to implement bandwidth management for multiplying subscribers.
As IP DSLAM supports high upstream and downstream bit-rates performance,
therefore, IP DSLLAM is being deployed primarily for business customers to replace
expensive leased line. I[P DSLAM is not only equipped with a console port being used
for local management, but also provides excellent capabilities of SNMP, Telnet for
remoting management. Particularly, IP DSLLAM can be easily configured by EMS.
The EMS system covers topology, configuration, deployment, security, alarm
management and backed storage. Moreover, with the solution of port-based and
tag-based VLAN, IP DSLAM can isolate traffic between different users and provides

for improving security.

The compact design of IP DSLAM is composed of three parts. One is ADSL 24-port
with built-in POTS splitters connected to ADSL modems, the second one is Voice
module connected to ISP, and the last one is the uplink port module to layer2/3 switch
or a broadband router through Ethernet port. IP DSLLAM provides the feasibility for
supporting multiple applications and depicting in Figure 1-1.
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Figure 1-1. Application scenario of IP DSLAM for users

Users can connect the LAN port of I[P DSLAM to an Ethernet WAN switch using a
straight-through Category 5 UTP cable with RJ-45 connectors. Then, connect the
other end of the cable to an Ethernet switch.

Users can stack multiple I[P DSLAM units up to the number of ports available on the

Ethernet switch as shown below Figure 1-2.
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Figure 1-2. IP DSLAM system architecture

The purpose of master unit is as a central unit in DSL application to manage all slave
units connected with it. Master unit always collects related information from slave
units. Moreover, users can manage slave units through master unit.

The picture of master unit is as below Figure 1-3.

Figure 1-3. Master device picture

11
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Master unit supports some features as following —

Network Interface - The trunk should be 1000-Based LX, SX or GE Interface.
Cascade Interface - GE interfaces can be cascaded up to six IP DSLAM slave units.
Capacity — It supports ADSL 2/+ port range from 24 to 168 ports.

Security — It supports Packet filter, and password protection.

Splitter Build in — It supports 24-port xDSL/Splitter included module.

Redundancy - Uplink automatically switch of activity in the event of fiber failure.

Inventory savings - Common equipment across central office and outside plant
deployments.

Management - Single IP Management.

0.0.S - Packet filter and classification.

1.2 IP DSLAM Slave Architecture

The role of slave unit is to provide high-performance, good services DSL features for

Internet environment.

The picture of slave unit is as below Figure 1-4.

Figure 1-4. Slave device picture

12
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Slave unit supports some features as following —

Network Interface - Two 10/100M Fast Ethernet Interfaces or one cascade link is
Gigabit Copper interface.

Capacity — It supports ADSL 2/+ 24 ports.
Security — It supports Packet filter, and password protection.
Splitter Build in — It supports 24 port xDSL/Splitter included module.

Inventory savings - Common equipment across central office and outside plant
deployments.

Management — It is managed by IP DSLAM master unit.

0.0.S - Packet filter and classification.

13
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CHAPTER 2
Introduction to Element Management
System

This chapter is divided into the following sections:

e Section 2.1: System Description

e Section 2.2: System Architecture

Element Management System Server (EMS Server) is a multi-tier architecture,
flexible, easy to use for system management. It can manage 1000 to 10000 IP
DSLAM devices, depends on the capacity of server. A step-by-step configuration
wizard makes users to deploy large numbers of devices to customer sites easily. EMS
provides for Configuration management, Deployment management, Fault
management, Security management, Topology management, and backend storage
management. Configuration management allows users to remote controlling the
managed devices, or central control by auto provisioning. When devices are set to
“Auto Provisioning” state, the devices will get all settings from the EMS server or the
Provisioning server when they are booting up. Another feature in Configuration
management is the diagnostic functions used to test the device, and make sure that the
device is OK. Deployment management is utilized for users to build up some policies
for profiles and software upgrade. Administrators can build up some global policies
and grant these global policies to some users, and then every user can refer these
global policies when necessary, or build their own policies, and apply these policies
for managed devices.

Fault management includes alarm collection, status polling, event logging and alert
trigger. EMS server monitors all managed devices in a fixed interval, and the device
will report alarms when something is wrong in it. EMS server will keep some system
event so that trace messages will be stored in the database or files for tracing. Alter
trigger provides a notification mechanism to users when any event or alarm received
by EMS server. When any fault occurs in some device in a subnet, an alarm warning
signal icon is shown in the subnet so that operator can view the status of managed
devices immediately. In general, system will send e-mail to users once the condition is

fulfilled the filters set by administrator. Security management uses a resource-role
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conception to manage users. For authentication, EMS server has a default mechanism
to do that, or an external RADIUS server could be used to provide authentication
service. EMS server will maintain an access control list to do authority, grant users
with some privilege to resources. Topology management provides auto discovery for
devices and add delete devices manually. A layer structure is used to show

subnet-device relationship.

The following Figure 2-1 depicts the system overview between IP DSLAM devices
and EMS system. The EMS server and IP DSLAM devices use SNMP protocol to

communicate with each other.
1%‘

— ; RADIUS  Data NME
Sarver  Basa  Server

i

EMS Cliend
- il
& Ll -
Y
H O Bgud Alarm message
(E-mail or M5

a1 L

(Administrator) =
—

q*%

EMS
Server

IP backbone

use A Vigerhccess

”:.m[:]

Figure 2-1. IP DSLAM management system overview

For the operation of the whole system, we have to understand the system architecture
first. In this Chapter, we first focus on the importance of EMS system overview and
technique specifications. We have more detailed function description of the EMS in
Chapter 4.

15
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2.1 System Description

EMS system is a platform which provides EMS framework for managing SNMP

based agents. It includes the following features:

2.1.1 Technical Features

e Allow configuration, diagnostics and view device status.

e All management functions are administered in-band through the IP network
with standardized protocol (SNMP) between the gateways.

e Be able to manage a large number of the [P DSLAM devices.

e Support an alarm browser and display alarm details and summary information
on GUL

e Support recording and storing of performance statistics for a period.

e All SNMP commands go over SNMP V2C between EMS server and devices.
e Support scheduled Software download & upload.

e Support Configuration download & upload.

e Presents a network map either grouped by IP subnet or as a flat view of the

entire network.
e (ollect alarm and record history event log.
e Provide for total network view with hierarchy.
e Users access authentication and security management.
e The LED panel for devices is provided for viewing and monitoring.
e Auto-polling is provided for monitoring devices in a fixed interval.

e Abackend database server is used to store log data and management

parameters.

16
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2.2 System Architecture

2.2.1 Software Architecture

EMS is a multi-tiers architecture, including the user interface layer, the presentation
layer, the domain and business logic layer and the data store layer. The user interface
layer is a graphic user interface that provides an easy to use, easy to operate and no
commands to remember for users’ interaction with EMS. The presentation layer will
transfer the data input via the user interface layer to the business and domain layer
keep the connection session information for users. The business and domain logic
layer is an EMS domain tier, including domain dependent tier and domain
independent tier. For domain dependent, it means that the functions in this tier are
used for managed devices, for example, the configuration management, the
monitoring management, and the topology management. For domain independent, the
functions are general-purpose functions, for example, the security management,
event/log management. The data store tier is a data storage management tire for data
manipulation. For example, a backend database server can be used to data
manipulation such as insert data, update data, delete data and query data by some
conditions. Of course, a backup mechanism is provided for data recovery, and restore.
For platform independent issue, a Java Enterprise Environment (J2EE) platform is
used to deploy the EMS server, so it can be run in Linux or Windows™ platform.
The backend database server is provided for storing users’ account, topology
information, alarm information and event log. For open architecture, the EMS
accesses the backend database server by JDBC (Java Database Connectivity), an open
database connectivity protocol used to connect to the backend database server. So
many JDBC-compliant database servers could be integrated with the EMS server. For
example, Microsoft™ SQL server, OracleTM, and MySQL. The default database
server used for EMS is MySQL. GUI is either Windows GUI or Java-based GUI,
depends on the platform. An instance of the EMS server can manage up to thousands
of devices; it means that the number of devices, which are managed by the EMS
server, can be scaled to more than 1000, if there are more than one instance in the
EMS server. Another issue is the fault tolerant for the EMS server. EMS server can be
run in redundancy mode, which makes EMS server more highly availability. When
the primary EMS server is started up, a secondary EMS server is in standby mode.
Once the primary EMS server is crashed for some reasons, the secondary EMS server

is activated immediately.
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2.2.2 Configuration Management

EMS provides configuration management for devising management. Operators can
remote control devices by invoking the web UI. If there is a provisioning server in the
central office, Auto provisioning can make devices to download configuration files
once they are started up. The deployment and configuration of large numbers of
devices are flexible and easy. For firmware upgrade, administrator can set the
schedule for firmware upgrade for individual device or a subnet set in EMS, so

firmware upgrade is done by a batch job online or in pre-assigned time.

2.2.3 Deployment Management

The function of Deployment management is used to deploy predefined profile, we
also can set a scheduler for batching deployment, and you also can apply a policy to

multiple devices on some date/time.

Another type of policy is the firmware upgrade that is used to upgrade software to
multiple devices on some date and time. Administrator can build a firmware upgrade
policy for batch firmware upgrade. The policy includes the date and time, the version

of firmware, and the type of firmware.
2.2.4 Monitor Management

Monitor management includes fault management and device polling. Fault
management is used to collect all alarms come from managed devices, store the alarm
information into backend database and provide query, delete functions for alarm
information. EMS also generates analysis report to NMS by northbound interface.
Device polling used to monitor the status of devices in a fixed interval and the icon
status of the device will be changed if the status of device has been changed. Alarm
bubble up is supported while the status of a device in that subnet has been changed.
An online trouble-shooting is provided to make operators to get solutions for alarms.
EMS provides notifications for operator once it receives alarms. The notification
mechanism can be by e-mail or SMS. Administrator can set the alarm filter and will

notify operators once EMS receives these set alarms.
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2.2.5 Security Management

EMS provides a central security management for users’ account and resource control.
For authentication, a default mechanism is provided or an external RADIUS server is
used. For resources control, EMS treats functions, managed devices, policies as
different resource types, so EMS will grant resources to roles defined by administrator.
So the security model for EMS is user-role-resource.

Role:

Default=> Administrator/Operator

Resources:

Functions/Managed Devices/Policies/Map
2.2.6 Topology Management

Topology management provides auto discovery and layer structure subnets for
managed devices. For auto discovery, we can input a network range and EMS will
search the devices located in the network range, and then insert these devices into the
Map. Layer structure subnets are a layer structure for subnet and devices, or subnet
and subnet. A device must belong to some subnet built in the EMS. The subnet is a
logical folder or group which is used to group devices or another subnet in a folder for
manage issue, so at least one subnet in the system, that is, ROOT. So when

administrator new a map, a ROOT exists in the top of the layer structure.
2.2.7 Log and Event Management

EMS will receive alarms or events and collect them into the backend database, so
history data will be kept for a long time. Also, users’ activities will be kept into the
log database for security issue and the administrator can build a log backup by dump

database files to some media and clean the history database.
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CHAPTER 3
Installation and Getting Started

IP DSLAM EMS is client-server architecture, so the installation procedure should
consist of two parts: EMS client installation and EMS server installation. EMS client
should be installed in Windows 2000/XP/NT environment and EMS server includes a
J2EE server and a backend database server (JDBC-compliant), should be installed in
Windows 2000/XP server, LINUX environment and Sun Solaris.

This chapter describes the installation guide for EMS client and EMS server, and how
to start EMS program. All functions will be described in Chapter 4 or later.

This chapter is divided into the following sections:

e Section 3.1: Installation

e Section 3.2: Getting Started

3.1 Installation

3.1.1 Setup and Install EMS Client Software

The EMS Client installation package comes with a setup program that can help you to
easily install the EMS client program with all necessary libraries and DLL files on
supported Windows Operation systems (2000, NT, XP).

The EMS client is a graphical user interface tool that retrieves data from EMS server.
By the tool, operators can manage devices easily. You can use EMS client tool to

perform more network management operations such as,
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e Graphically represent devices on a network map.

e Real time monitor and notify the user about the changed status of the device.
e View current event and alarm history.

e Security management.

e Configuration
3.1.1.1 Install

For Windows 2000™ Profession or XP home/professional platform

Step1: To Setup EMS Client, run SETUP.EXE in your source disk or CD-ROM that
contains of EMS Client programs and follow the instructions, step by step, to
complete the installation.

The settings will appear on your screen, as shown Figure 3-1.Press the Next button to

continue.

5! Setup - EMSClient E|E|@

Welcome to the EMSClient Setup
Wizard

Thiz will ingtall EMSClhient 1.0.0_RC3_20050203 an wour
computer.

[t iz recommended that you close all other applications before
continuing.

Click Mest to continue, or Cancel to exit Setup.

MEHU |[ Cancel

Figure 3-1. EMS client setup program-1
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Then select the folder which you want to install as Figure3-2:

5! Setup - EM3Client

Select Destination Location ﬁ J
“Where should EMSClient be installed’? P
.
‘J Setup will install EMSClient into the following folder.
To continue, click Mest. IF pou would ke to zelect a different folder, click Browse.
[ Frogram Files\EMS Clisnt | | Browse..
At leazt 81.0 ME of free dizk zpace iz required.
[ ¢ Back ” MHewt > l [ Cancel ]

Figure 3-2. EMS client setup program-2
The other setting can use default setting and press the Next button step by step and the
installing process will in progress as Figure 3-3.

22

DrayTek



VigorCMS Operational Manual

{5 Setup - EMSClient

Inztalling
Pleaze wait while Setup install: EMSClient on your computer.

Extracting files...
C:%Pragram Filesh\ERMSClient\j2rel . 4.2_024avaws ) avaw'ebStart. dll

Figure 3-3. EMS client setup program-3
After installing success, it will popup as Figure-3-4. Press the Finish button to finish
the EMS Client installation procedure.

{5 Setup - EMSClient [EIEII’XI

Completing the EMSClient Setup
Wizard

Setup has finished installing EMSClient on your computer. The
application may be launched by zelecting the instaled icons.

Click Firizh ta exit Setup.

Einizh

Figure 3-4. EMS client setup program-4
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3.1.1.2 Uninstall

To uninstall the EMS Client, open the Control Panel, click on the applet
"Add/Remove Programs" and choose to remove EMS Client.

3.1.2 Setup and Install EMS Server Software

The EMS Server installation package comes with some setup packages for different
platforms. When you are ready to install EMS server, you should look up the platform
folder and then select the platform that you want to install. The server setup packages
include application server and backend database server. The platforms could be

Windows series or LINUX-like environment.

3.1.2.1 Install EMS Server

For Windows 2000™ server or XP high end platform

Step1: Setup JAVA VM environment: Run JDK\Software\
j2sdk-1_4_2_03-windows-i586-p.exe..

Step2: Install MySQL. Run \Software\mysql-4.0.17-win\Setup.exe.

The settings will appear on your screen, as shown Figure 3-5. Just Press the Next

button step by step.

Welcome E|

Wwhelcome to the MuSOL Servers and Clientz 4.0.17F
Setup program.  Thiz program will inztall MySCIL
= Serverz and Clientz 4.0.17 on your computer.

[t iz strongly recommended that you exit all Windows programs
befare running this Setup program.

Click Cancel to quit Setup and then cloge any programs pou
have running.  Click Mext to continue with the S etup program.

WARMIMG: This program iz protected by copynght law and
intermational treaties.

Unauthorized reproduction or distribution of this program, or any
partion of it, may result in gevere civil and criminal penalties, and
will be prozecuted to the marimum extent pozsible under law,

Cancel

Figure 3-5. Database server setup program-1
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-l
| I |
The default directory of mysql is located at c:\mysql.

Please do not change it otherwise you will have some problems on EMS Server

installation as Figure 3-6.

Chooze Destination Location

Setup will install MySGOL Servers and Clientz 4.0.17 in the
fallawing falder.

Ta inztall bo this falder, click Mesxt,

To inztall to & different folder, click Browse and select another
folder.

Y'ou can chooge not bo install MySAL Servers and Clients 4.017
by clicking Cancel to exit Setup.

— Destination Falder

| C:hmpsql Browse...

< Back

Catizel ‘

Figure 3-6. Database server setup program-2
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Step3: Execute setup.exe to install EMS application server
The settings will appear on your screen, as shown in Figure 3-7.

]"nE! Setup - EMS Server E|E|@

Welcome to the EMS Server Setup
Wizard

Thiz will ingtall EMS Server 1.0.0_RCE_20050303 an your
compter.

[t iz recommended that you close all other applications befare
continuing.

Click Mest to continue, or Cancel to exit Setup.

uexw |[ Cancel

Figure 3-7. EMS server setup program-1
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Then choose the location for installing EMS Server as following Figure 3-8.

]'.:.E! Sefup - EMS Server

Select Destination Location H
YWhere should EMS Server be installed?

‘J Setup will install EMS Server into the following folder.

To continue, click Mest. IF pou would ke to zelect a different folder, click Browse.

| C:\Fraograrn Files\EMS5 erve | [ Browse. ..

At leazt B5.2 ME of free dizk zpace iz required.

< Back ” Mewt » l[ Cancel

Figure 3-8. EMS server setup program-2
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Press the Next button step by step, the EMS Server will install in progress as Figure
3-9.

]i.:.zl Setup - EM3S Server

Installing h ]
Pleasze wait while Setup installz: EMS Server on your cormputer. P

E stracting files. ..
C:A AEMSServerdoczhdidshiml-svghbozzemp-dbe_3_ 2 didcompO0022 2vg

Figure 3-9. EMS server setup program-3

Note:
L4
During setup, the setup wizard will prompt a message as Figure 3-10 to indicate
that if you want to rebuild the database, you should select “Yes” if the version of
EMS is under V1.0.0 RCA4.
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C:s\Program FilessEM3Serverrcd “.“version"

C:s\Program FilessEM3Serversversion’c:ismysglshinsmysgld-nt.exe ——install MySql
The system cannot find the path specified.

C:\Program Files:\EMSS8erver\wersioninet start mysgl

The service name iz invalid.

More help iz availahle by typing NET HELPHSG 2185.

C: \Prugram Flle,,\EMSSEI'uel'\ 31'°1un>c,.-.c1'1pt 1n.,ta11 _dh.vhs

1
—

? r/ Da you wank ko rebuild snmpdb 7 (4 For Rebuild |, (M) for Upgrade |, default For Rebuid

Yes

Mo

Figure 3-10. EMS server setup program-4
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Finally, click the Finish button to finish EMS Server installing as Figure 3-11.
]"nE! Setup - EMS Server E|§”E|

Completing the EMS Server Setup
Wizard

Setup haz finizhed instaling EMS Server on vour computer. The
application may be launched by zelecting the inztalled icons.

Click Finizh o exit Setup.

Einizh

Figure 3-11. EMS server setup program-5
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After installing the EMS Server, you must set one environment variable named
JAVA_HOME to start the EMS Server. Please follow these steps:

1. Start -> Control Panel as Figure 3-12.

é
@:il

-J

4

Y
@

Internet

Inkernet Explorer

E-mail

Ciitlook Express

Temp

WiardPad

Paink

Motepad

ﬁ Cammand Praormpk
@ Hyper Terminal

Shartcut ko RT3.31

all Programs D

/4 start

—) My Documents
. i b My Recent Documents F
ﬁ My Pictures
:'h; My Music
.
3! My Computer

g MMy Metwork Places

E Zonkral

Panzl

g anng

ﬁé Prinken

Provides opkions Far yau
computer, add or remowe
accounts,

9/} Help and Suppork

ag CFF | ﬁ) | Turn OFF Compuker

M

= 2w, -

Figure 3-12. EMS server environment-1
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Then Press System to start the System Window as Figure 3-13.

B Control Panel

File Edit ‘iew Favorites Tools  Help

&) Eiach <) ?‘ _./'.i Search Folders = x n

Address l{} Control Panel

Mame ™ Comments

E{User Accounts hange user account settings and ..
aTaskhar and Stark Menu Cuskomize the Stark Menu and the .
5 = See infarmation about vour compu, ..
0¥ Speec Change settings For text-to-speec. ..
‘B_. Sounds and Audio Devices hange the sound scheme Far vou. ..
[jchheduled Tasks Schedule computer Easks to run su
l-—:E.Scamners and Cameras hange the sound scheme For yaur com
? Regional and Language Cptions speakers and recarding devices.
I:-xa"ﬂF'rinI:ers and Faxes Shows installed printers and Fax pr...
"-"hF‘Dwer Options Corfigure energy-saving setkings f..
E,F‘hu:une and Modem Options Configure your telephone dialing r...
IK‘..'_'_",.r'-.IEtI.-wzurk Connections Connects to other computers, net. ..

Figure 3-13. EMS server environment-2
2. Find Advanced Tab on System Window.
3. Click Environment Variables button on Advanced Tab to start Environment
Variables Dialog as Figure 3-14.

System Properties

~ System Restare . ) Autamatic Updates _- ~ Remate |
General |  ComputerMame | Hardware | Audvanced

You muzt be logged on as an Administrator to make most of theze changes.

Perfarmance
Wizual effects, processor scheduling, memany wzage, and virtual memong

Settings

User Profiles

Desktop settings related to your logan

Settings

Startup and Recovery

Spstern startup, spstem failure, and debugging infarmation

Settings

|_ Ernvironment Y ariables I [ Enror Reporting ]

[ 0K H Cancel ] Appl

Figure 3-14. EMS server environment-3
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4. Find System Variables on Environment Variables Dialog as Figure 3-15.

Environment ¥ariables

IJzer variables for pga

Yariable Yalue

TEMF C:ADocuments and Settingsipgallocal 5.,

TMP CiDacuments and Settingsipgallocal 5.
new || Edt || Delete

Swskem variables

Yariable Yalue b :
ComSpe: CIUWINDOW S system32 cmd , exe |
MUMEER_OF P... 1 =
05 Windows_MT ‘
Path CWINDOW S system3e A WINDOW'S;
PATHEXT (COM;.EXE; BAT;.CMD; VBS; VBE;. J5;.... ¥ !
| mew || Edt || Deete |

[ 04 ][ Cancel ]

Figure 3-15. EMS server environment-4
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5. Click the Add button to JAVA_ HOME. For instance JAVA_HOME =

C:\j2sdk1.4.2_03. as Figure 3-16.

Yariable name:

‘ariable value:

Emﬂrnnrne nt Variables

Mew System Variable

| JAWA_HOME |

| ciyjesdkl . 4.2_03] |

-

[ (=]4 ] [ Cancel

Syskem variables

Yariable Yalue 2

ComSpec W INDOW S syskem32hernd. exe E

MUMBER_OF P... 1 i

35 Windows_MT

Path W INDOWS syskem32; A WINDOWS; . .

PATHEXT JCOM; EXE; BAT; . CMD; VS, VBE;.15;.... %
mew || Edt || Dekte |

[ a4 ][ Cancel J

Figure 3-16. EMS server environment-5
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Finally the system variable will be shown as Figure 3-17.

Spgtem Restore Automatic Updates I Remote

Environment Variables

ser variables for pga

Yariable Yalue

TEMP CiDacuments and Settingsipgatlocal 5...

TMP Ci\Documents and Settingsipgatlocal ...
mew || Edt || Delete

Syskem variables

Yariable Yalue »

Cam3pe: CHWIMDOWS, syvstem 32 cmd, exe

Ja4A_HOME chizedkl 4.2 03 N

MUMBER_CF P... 1

05 Windows_NT

Path CHWINDOW S system32 CHWINDOWS;, .,
[ Mew '|[ Edit ][ Delete ]

[ oK ][ Cancel ]

Figure 3-17. EMS server environment-6
For Unix like platform (Solaris and Linux)
Step1: Login Solaris or Linux with root or the root privilege.
Step2: Decompress the setup packages, suggest that make the directory
/usr/local/ems_srec first, then decompress the setup package under this directory:
gzip -cd EMS_Unix_Like XXX_XXXXXX.tar.gz Itar xvf -
Step 3: Change to the directory /usr/local/ems_src execute ./install.sh
Step 4: Before execute ./install.sh , Change the mode of ./install.sh to 755
chmod 755 install.sh
chmod 755 uninstall.sh
Please make sure you have /usr/bin/sh first. If you don't have /usr/bin/sh,
please do In -s /bin/sh /usr/bin/sh
Step S: Verity the version of Solaris:
What is the solaris OS version of about your machine (8 or 9)
Input the exact version number of Solaris, 8 or 9.
Step 6: Install the library needed by MySQL database:
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1. Install library: libgcc coreutils libiconv ncurses install (installing mysql need)
2. Install mysql

3. Install java

4. Install EMS Server (It will build one mysql database: snmpdb)

5. Install EMS Client

6. Upgrade EMS Server (It will upgrade snmpdb database)

7.Exit

input select num : 1

Select 1 to install the libraries needed by MySQL.

Step 7: Install MySQL database:

1. Install library: libgcc coreutils libiconv ncurses install (installing mysql need)
2. Install mysql

3. Install java

4. Install EMS Server (It will build one mysql database: snmpdb)

5. Install EMS Client

6. Upgrade EMS Server (It will upgrade snmpdb database)

7. Exit

input select num : 2

Select 2 to install the MySQL.

Step 8: Install JAVA environment:

1. Install library: libgcc coreutils libiconv ncurses install (installing mysql need)
2. Install mysql

3. Install java

4. Install EMS Server (It will build one mysql database: snmpdb)

5. Install EMS Client

6. Upgrade EMS Server (It will upgrade snmpdb database)

7. Exit

input select num : 3

Select 3 to install the JAVA virtual machine

36

DrayTek



VigorCMS Operational Manual

Step 9: Install EMS application

1. Install library: libgcc coreutils libiconv ncurses install (installing mysql need)
2. Install mysql

3. Install java

4. Install EMS Server (It will build one mysql database: snmpdb)

5. Install EMS Client

6. Upgrade EMS Server (It will upgrade snmpdb database)

7. Exit

input select num : 4

Select 4 to install the EMS application server.

For Linux System

1. Install mysql

2. Install java

3. Install EMS Server (It will build one mysql database: snmpdb)
4. Install EMS Client

5. Upgrade EMS Server (It will upgrade snmpdb database)

6. Exit

input select num :

Because Linux os has the library that installing mysql need, it will not appear in
menu.

1. Install library: Install the library that installing mysql need. Only display on Solaris
System.

2. Install mysql: Install mysql database to save EMS data

3. Install java  : Install java software to run EMS

4. Install EMS Server: Install EMS Sever and build snmpdb database that EMS server
using.

5. Install EMS Client: Not Available

6. Upgrade EMS Server: If this is not the first time for installing EMS, please select
this item to upgrade EMS Server. This will reserve the EMS data you have built.

If your machine does not install any other package, you need to install 1 - 4 steps to
install EMS Server.
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3.1.2.2 Uninstall EMS Server
For Windows 2000™ server or XP high end platform

To uninstall the EMS Server, open the Control Panel, click on the applet
"Add/Remove Programs" and choose to remove EMS Server and MySQL.

For Unix like platform (Solaris and Linux)

To uninstall the EMS server in Unix like platform (Solaris and Linux),
run ./uninstall.sh under the directory /usr/local/ems/EMSServer/bin, then the

following menu items are shown as below:

1. Uninstall library: libgcc coreutils libiconv ncurses install (installing mysql need)
2. Uninstall mysql

3. Uninstall java

4. Uninstall EMS Server

5. Uninstall EMS Client

6. Exit

input select num :

So if any software is needed to removed, select the number of menu items.

3.2 Getting Started

After finishing installation for EMS client and server, the next step is to start EMS

program. The steps of starting EMS program are described as followings:

Step 1: Start Backend database server
For Windows 2000™ server or XP high end platform

If you use MySQL as the backend database server in Windows™ , then MySQL
server will be started by system automatically when the server machine is started. A
management console will locate in the notification area of the Window environment.

Other database servers should be referred the user manual.

38

DrayTek



VigorCMS Operational Manual

For Unix like platform (Solaris and Linux)

For Unix like platform (Solaris and Linux) environment, run ems.sh under the
directory /usr/local/ems/EMSServer/bin, then select the number of menu items as 1 :
1. start mysql
2. shutdown mysql
3. start ems
4. shutdown ems
5. edit bind ip of EMS Server(please keying ip or server name)
6. set the MAX and MIN memory value of running java (It will valid after restarting
EMS)
7. view the MAX and MIN memory value of running java
8. exit
input select num :1
r
TIP

Then MySQL database server is to startup in Unix like platform (Solaris and
Linux), and the message is shown as the followings if it is success:

Starting mysqld daemon with databases from/usr/locall/mysql/var

Step 2: Start Application server
For Windows 2000™ server or XP high end platform

If you install Application server in the Windows™™ environment, then you can start
the EMS server by click Program->EMS Server->Start EMS Server to start EMS
server. If the server starts at the first time, then a dialog box is shown for inputting the
IP address that EMS server using to bind at the first time: Figure 3-18 is shown as an

example.
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M [nput Required E
Which host name or ip address do woo ok |
want to hind for EME Server service

Cancel

192_168_1 11|

Figure 3-18. Input the IP address EMS server binds

Note:

/|

L

If EMS server will be started with another IP, go to Program->EMS Server-> Edit
Bind IP of EMSServer to replace the old IP with the new IP. After changing the IP,
this file should be saved. This file can be opened with Notepad.

For Unix like platform (Solaris and Linux)

For Unix like platform (Solaris and Linux) environment, run ems.sh under the
directory /usr/local/ems/EMSServer/bin, then select the number of menu items as 3 :

1. start mysql

2. shutdown mysql

3. start ems

4. shutdown ems

5. edit bind ip of EMS Server(please key in ip or server name)

6. set the MAX and MIN memory value of running java (It will valid after restarting
EMS)

7. view the MAX and MIN memory value of running java

8. exit

input select num :3

When EMS server starts, it binds the IP of one network interface you set. If you

L

want to change this setting, input item 5 for editing the IP:

. start mysql

. shutdown mysql

. start ems

. Shutdown ems

. edit bind ip of EMS Server(please key in ip or server name)

. set the MAX and MIN memory value of running java (It will valid after restarting
EMS)

AN AW N~
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7. view the MAX and MIN memory value of running java
8. exit
input select num :5

When this option is selected, the shell script run vi editor to load this configuration
file, so change the old IP or name with the new one and save, then restart EMS server
will use the new IP as the binding IP.

A

The default size of heaps needed by EMS application server is
128MBytes~196MBytes, while the size of memory is assumed as 512Mbytes. If the
size of memory is over 1GMbytes, the size of heaps allocated to EMS can be
enlarged to over 256Mbytes. To change the size of heaps, please select item 6 to
change the configuration:

1. start mysql

2. shutdown mysql

3. start ems

4. shutdown ems

5. edit bind ip of EMS Server(please key in ip or server name)
6. set the MAX and MIN memory value of running java (It will valid after restarting
EMS)

7. view the MAX and MIN memory value of running java

8. exit

input select num :6

Please input Number or input Enter by using original value.
Maximum memory (Mega)of running java( 196 ):256
Minimum memory (Mega)of running java( 128 ):196

The value will valid after restarting EMS Server

!
TIP

If EMS application server is started-up for all VM environments, and the message is

shown as followings if it is success:

INFO [org.jboss.system.server.Server] JBoss (MX MicroKernel) [3.2.3 (build:
CVSTag=JBoss_3_2_3 date=200311301445)] Started in 30s:84ms
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Step 3: Start EMS Client

If you install Application server in the Windows™™ environment, then you can start
the EMS client by clicking Program->EMS Client->Start EMS Client to start EMS
client.

Step 4: Connect to IP DSLAM

The normal procedure to connect to IP DSLAM goes follows:

I.  Setting the IP DSLAM Device.

II. Add the device to EMS.

Different IP DSLAM device has different way. Please follow the each device guide.

Master Device
1. Setting the IP DSLAM Device.
I. Login the master by console (9600/8/N/1).
II. Set the ip address of the outband.
Admin> network outband <Device IP> <Mask>
IIL.Set trap host
Admin> service snmp -a <HostIP> PS: <HostIP> is EMS Server IP
IV. Change community
Admin> service snmp -¢ <CommRO> <CommRW> <CommTrap>
PS:Default community is public, private and trap for community of read only,
read write, and trap.
The following is an example of the step.
EMS Server IP: 172.16.2.135, Device IP: 172.16.2.151
Admin> network outband 172.16.2.151 255.255.255.0
SUCCESS : Command done.
Admin> service snmp -a 172.16.2.135
SUCCESS : Command done.
Admin> service snmp -c public private trap
SUCCESS : Command done.
2. Add the device to EMS.
I. The EMS Server must have the ability to connect to the device by device IP.
If the EMS Server IP and device IP are on the same domain, you can use a switch
to connect EMS Server and device.
For instance, EMS Server IPis 172.16.2.135 and device IP is 172.16.2.151, the
connect diagram is following:
EMS Server (172.16.2.135) ---------- Switch ------------ Device 1 (172.16.2.151)
IL. Please start EMS Client and connect to EMS Server first. Choose Network ->

New Device on Main Menu to add the device to EMS Server for management.
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Input device ip, read community, and write community as you set on the device.
Finally select the device type to Master-Slave.
Slave Device
1. Setting the IP DSLAM Device.
I. Login the slave by console (9600/8/N/1).
II. Configuration the management ip address for uplink port.
$aggr intf ifname aggr-0 ip <ip> mask <mask> usedhcp false
III.Create the SNMP related parameters
$create snmp comm community <read-community>ro
$create snmp comm community <write-community>rw
$create snmp host ip <server ip> community <read-community>
$create snmp host ip <server ip> community <write-community>
$create snmp traphost ip <server ip> community <trap-community>
I'V. Save the configuration
$commit
the following is an example:
EMS Server IP: 172.16.2.135, Device IP: 172.16.2.151
$aggr intf ifname aggr-0 ip 172.16.2.151 mask 255.255.255.0 usedhcp false
$create snmp comm community public ro
$create snmp comm community private rw
$create snmp host ip 172.16.2.151 community public
$create snmp host ip 172.16.2.151 community private
$create snmp traphost ip 172.16.2.151 community trap

$commit

2. Add the device to EMS.
I. The EMS Server must have the ability to connect to the device by device IP.
If the EMS Server IP and device IP are on the same domain, you can use a switch
to connect EMS Server and device. For instance, EMS Server IP is 172.16.2.135
and device IP is 172.16.2.151, the connect diagram is as following:
EMS Server (172.16.2.135) ---------- Switch ------------ Device 1 (172.16.2.151)
IL. Please start EMS Client and connect to EMS Server first. Choose Network ->
New Device on Main Menu to add the device to EMS Server for management.
Input device ip, read community, and write community as you set on the device.

Finally select the device type to Slave - Standalone.
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3.2.1 EMS Window Menu

The EMS client program provides a menu-driven function user interface for operators.

The windows menu hierarchy is depicted in the following Figure 3-19:

Metwork Ewent Toolz  Adwvanced Help

Figure 3-19. EMS window menu

The EMS client program provides a multiple document interface for using one

mainframe window with several child windows.

All child windows have equal existence rights and exist independently from each

other. When you closed one window shall not cause closing another child window.
3.2.2 EMS Menu Item

The main functions of EMS are shown as followings:

e Network Add a new sub network or a new device to the current network.
e Event Show the content of alarms and traps.

e Tools Provide ping, trace route and telnet tool for managed devices.

e Advanced Provide system management functions.

e Help Provide content-sensitive online help.
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CHAPTER 4
Configuration Management

The functions of Configuration management include device provision, real-time,
on-line configuration for IP DSLLAM master/slave devices. By EMS client tool, you
can add/modify/delete devices as you have these privileges. You also can monitor the
status of devices, use mouse to drag and click to invoke any device configuration
easily. At the same time, EMS provides some utilities for diagnose devices such as
ping and trace route.

This chapter describes all configuration functions; includes device management

functions, system management functions.

This chapter is divided into the following sections:

e Section 4.1: Device Management
e Section 4.2: DSL Configuration

e Section 4.3: PVC Functions

e Section 4.4: Port Configuration

e Section 4.5: Bridge Configuration
e Section 4.6: ACL Configuration

e Section 4.7: System Management

4.1 Device Management

Device management includes controller configuration and DSL configuration.
4.1.1 Controller Configuration

This Configuration function allows you to configure parameters about devices. When
you click the icon of device in the device map in the left panel of EMS main window,
a device configuration window will be shown as Figure 4-1. The sub functions of

device configuration are described as followings:
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4.1.2 Controller/status

Display Name

The name of the device we want to connect. This value is set when new a device.
Device Type
The type of the device we want to connect. This value is set when new a device.

Sys Up Time

The running time of the device we want to connect. This value is set when new a

device.
Sys location
The location of device we want to connect.

Domain Name / IP

The Domain Name or IP address of the device we want to connect.

Read Community

The community set for reading operations from EMS to device in SNMP. This value
should be set the same as that of the device. If the community set in EMS is not the

same as that of the device, this operation will be rejected.

Write Community

The community set for setting operations from EMS to device by SNMP. This value
must be set the same as that of the device. If the community set in EMS is not the

same as that of the device, this operation will be rejected.
SNMP Port
The port number of SNMP agent is located in the device.

SNMP Version

The version of SNMP set in EMS used to communicate with the device.
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rS‘ta‘fus rlrrterfaces rThroughpu‘f |

Display Mame ‘1 = Device Type ‘Master-Slave
Daomain Mame J 1P ‘1 T216215 Sys Location : ‘urlocatiun
Sys Up Titne ‘9 days, 9055506 SHMP Yersion ‘vz

Read Comrmunity : ‘public Wirite Cormrmunity ‘private

SMMF Port

‘181

Refresh
Upciste

| controler [ pst [ pvc | port [ Briswe | acL |

Figure 4-1. Device status configurations
4.1.3 Controller/Interfaces

The performance data of network interfaces resided in the controller.
Interfaces

The network interfaces resided in the controller.

InOctets

The total number of octets received on the interface.

OutOctets

The total number of octets transmitted out of the interface.
InDiscards

The number of inbound packets discarded even though no errors had been detected to

prevent them from being deliverable to a higher-layer protocol.
OutDiscards

The number of outbound packets discarded even though no errors had been detected

to prevent them from being transmitted.
InErrors

The number of inbound packets contains errors to prevent them from being

deliverable to a higher-layer protocol.
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OutErrors

The number of outbound packets could not be transmitted because of errors.

Figure 4-2 is shown as an example.

r Status r Irterfaces |/ Throughput

Interfaces

InOctets

OutOctets

InDiscards

OutDiscards

InErrors

OutErrors Refrash

G0

43815919

44464601

G1

43436733

44043214

G2

0

gl

Reset Al

G3

0

G4

0

Gh

0

Gh

348

=M | kO —

UP-G

1]
1]
0
1]
1]
0

0

0
0
0
0
0
0
0
0

o|lo|lo|lo|lo(a|lo| S

[ e I N R e e

[ O e Y s ) o |

| controter [ s [ pve [ port | Brige [ act |

Figure 4-2. The performance data of network interfaces

4.1.4 Controller/Throughput

The throughput for selecting network interfaces of the controller. When a network

Interface is selected; the statistic information can be displayed in graphical style.

Select a network interface

If you want to monitor a network interface, you should click the

“Controller->Throughput” tab and right-click the “interfaces” function in the three

panels, then select “Add Interface(s)” function, and then a dialog box will be

displayed for selecting a network interface:

Figure 4-3 was shown as an example.
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Router: 172.16.2.151 -Master

1

2
=3
4
3
]S B

Interface:

Description: | |

Satnpling intetval: |3IIIIII |

Active: [#]

()8 Cancel

Figure 4-3. The network interfaces selection box

Select a time interval for monitoring

There are some types of time interval can be selected for monitoring: by last 24 hours,

by day, by week, by month, or by year. Select a type you can monitor, then the

statistic information will be shown for a long time.

Figure 4-4 is shown as an example.

rStatus I/Irrterfaces rThraughPut |

172.16.2.151 -Master

Bl Interiaces
[ 0 [-1]

Fram: |Mar VH24 VH2EIEIS VHEIIZI:IZIIZI v| Te: |Mar YHQS YHQDDS vHEIEI:EIEI V‘

E GO at 172.16.2.151-Master

) =
E. 0.8 >
= 0.& =
L1

2 0.4

o 0.2

[l

b o £
o 04.00 0800 12:00 16:00 2000

&3

& output traffic

B input traffic

Mverage output: Nal  hits/s Maximum output: MWaW  hitsis

Average input: NaM  bits/s Maximum dnput: NaM  bits/s

Description on dewice:
[Thu Mar 24 00:00:00 CST 2005] -- [Fri Mar 25 00:00:00 C5T 2005]

== Left | | Refreshing in 12" | ‘ Right ==

Figure 4-4. The throughput of GO by hours
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4.1.5 Controller/Reset
Reset function will reboot the controller or DSL cards. When reboot the controller, the
DSL card is still active and no side effect will occur.

Figure 4-5 is shown the location of Reset function as below.

%é ;i Status

1 D=L b Interfaces
YLAN Thiroughgut

T01th £107 3 | Comenit
102th (102) | wrarsion

M Py Upgrade
Default-Ylan |

Default-Yian {

Backup/Restare

Figure 4-5. Reset function for controller card

There are options for resetting function: reboot, default and keep. Reboot means
reboot by the current configuration, default means reboot by the default factory
configuration and keep means reboot by the default factory configuration, but keep

the network settings(management IP, for example).

o

Figure 4-6. The reboot for the controller card: the options for reboot.

4.1.6 Controller/Commit

Commit function is used to confirm all changes for controller configuration. If this
function is selected, all changes to controller configuration will be saved to the device.
When the device is rebooting or power is on again, the new configuration will make
effects.

Figure 4-7 is shown the location of Commit function as below.
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Controller  » Sy =

Interfaces

Throughput

Cormtnit
Yersion
Reset
P Upgrade
Backup/Restare

Figure 4-7. Commit function for controller card

4.1.7 Controller/Version

The version information includes controller and DSL card in the master device. The

fields are described as following:

Model
The type of the IP DSLAM device, there are two types for [P DSLAM devices: master

and slave.

Software Version of master

The version of software for the controller card is located in the master device.

Hardware Version of master

The version of hardware for the controller card is located in the master device.

Hardware Version of slave

The version of hardware set for the DSL card is located in the IP DSLAM device.

Control Plane Firmware

The version of software set for the DSL card is located in the IP DSLAM device.

Data Plane Firmware

The version of software set for the DSL card is located in the IP DSLAM device.

Figure 4-8 is shown the version information of the master device as below.
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172.16.2.1 31 -Master

Model : IP DELAM MASTER
Software Wersion Y117
Hardware Yersion ]

172.16.2.131-Slaveld

Hareweare Yersion A-A 24 GE-0.0
ControlPlane Firmwweare V282 G 003
DataPlane Firrmwvare DP_BO2_03_07_05

| Refresh || Cloze |

Figure 4-8. The version information of the master device

4.1.8 Software Upgrade

The firmware upgrade function enables operator do software upgrade for controller
card in the master device. Before upgrade the new software, the firmware file should
be added into the EMS server, and then the file can be selected in the file list window

of the firmware upgrade window.

File Upload

Before upgrading new firmware or configuration files, these files should be uploaded
into the TFTP server. Select “Advanced->File Upload” function and the file upload
window will be shown as followings Figure 4-9.
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List [ Log |
Look in: | Test_Firmware ¥ [Lack in: | w2.8.2_M_009 -
File Mame | Property Size Last hodi... File Marme | Property Size Last Modified
CP hingz GZ file 1486kk 2003/3/24 .. CPhingz  GZfile 14586kk 200513729 F...
DF hingz G file 263kb 200553524 DR bingz  GZfie 263kh 20055329 F ...
FDu.cfy CFG file 14khk 2005/3/23 ... FD.cfg CFiG file 14kh 200513729 F...
0 0 files | Copy | | Delete | | Rename | | Meswy Dir |

Figure 4-9. File upload window
In this window, the local directory is located in the left panel, and users can select the
files that you want to upload and click “Copy” button, then these files will be copied
into the TFTP server.

Firmware upgrade for controller card
There are two types of software for IP DSLAM devices: controller and DSL. If the

firmware is upgraded to the master, you should right-click the LED panel and select

“Controller->FW Upgrade” function to upgrade the firmware for controller. The
page is shown in Figure 4-10.

Status

Controller |k

Interfaces

Throughput

Cotrrnit
“ersion
Reset

Py Upgrade

Backup/Restare

Figure 4-10. The menu function of firmware upgrade for controller
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By selecting the firmware ready to upgrade, select “Upgrade” function to upgrade the
firmware: Figure 4-11 is shown the version information of the master device.

%]

Master Firmware Upgrade

—Select Upgrade Frimwware

Directary ||E titp - ||

}7 File Name | Property | Size | Last Modified

2.8.2_M_009 Directary o 2005/3729 T4 4...
she.ctg CFG file 256k 20051329 T4 3.
kel oty CF file 256k 20051329 T4 5.,
P bin.gz a7 file 1486kb 2005/3/29 F4F 4.
DF bin.gz 37 file 263kE 2005/3/29 FF 4.
FD.cfg CF file 1Kk 20053729 T4 4.
slave SLAVE file 256k 2005/3:29 T 4...
taipel oty CFG file 256k 2005329 F4F 4.

| Refresh || Upgrade || Cloze |

Figure 4-11. The version information of the master device

When you select “apgrade” function, the selected file are upload to the device, the
page is shown in Figure 4-12.

-Select Upgrade Frimaare

Directory: | [E9v282M009 v |

File: Marne | Propetty | Size Last Modified
Y CPbinoz G file 1486kk 20057329 T 4. ‘

. DP kin.gz GF file 263kk 2005/329 T 4.
|y FD.ctg
]

CFG file 14kh 2005/329 T 4...

Downstrea

This Master Firmware upgrade successiully!

O.K

Defect

| Refrezh || Upgrade || Cloze |

Figure 4-12. Firmware upgrade function for controller card
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After finishing the firmware function, you need to reboot the controller card. The

page is shown in Figure 4-13.

Master Firmware Upgrade

—=elect Upgrade Frifmvware

Directory: | [EJv282M008 v |

File Name | Property | Size |Last Madified

Y CP hingz GZ file 1486kh 2005329 T4 4.
] G I file 263k

Yes No

| Refresh || Upgrade H Cloze |

Figure 4-13. The system prompts a “Reboot” message

Firmware upqgrade for DSL card

If the type of software is DSL, then you should select “DSL->FW Upgrade” function
to upgrade the new firmware. The menu function of firmware upgrade for DSL card is

shown in Figure 4-14.
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=Device=

Controller »

pic
Eridge
ACL

IEMP Shooping Glakbal
DHCP Opta2 Glokal

Cormmit
Wersion
Reset

P Upgrade

EackupRestare

Alarm Wiesn

Alarmm History

Figure 4-14. The menu function of firmware upgrade for DSL card
For DSL card, there are three firmware files needed to be upgraded together:
CP.bin.gz, DP.bin.gz and FD.cfg. Before upgrading these files, you should select the
type of this firmware: “CP” for CP.bin.gz, “DP” for DP.bin.gz and “FD” for FD.cfg.
Figure 4-15 is shown as below. If the firmware is sure ok for some purpose, the

“Bypass Naming Checking” may be enabled.

File Maine | Praperty | Size | Last Modified
backupCortrofler-T5T-0BE.. CFG file kb diaUE 449 PR —~
Y backuptest cig CFG fils Kby 100G 450 Ph
| Y controller cfg CFG file Zkb TH20512:00 Ak
B CPhingz ; TA2M05 12:00 At
|y DP bingz 7 file Zkb TH20512:00 A
[ failrouter FAILROUTER file kb Q2906 216 PM
| Y FPcfg CFG file Zkb TH20512:00 Ak
[y initial properties PROPERTIES file Fils] 1M 706 2:21 PM
. ipdslam_v1.1 Brcsall ALL file Zkb TH20512:00 Ak -
—Select Type
@ CP (JDP (JFD (DSL ] Bypass Maring Checking

Figure 4-15. The firmware upgrade function for DSL card
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Before upgrade the new firmware to TFTP server, you should create a directory
named as “V2.8.2_M_009XXX"” if the uplink interface is Fast Ethernet and
“V2.8.2_G_009XXX"” if uplink interface is Giga Ethernet, XXX means any string,
then put these files to this directory.

|

Cancel

Figure 4-16. Reboot the DSL card after firmware upgrade

After all three files are upgrade to the IP DSLAM device, you should reboot DSL card
manually. Select “DSL->Reset->Last” to reboot the device. The page is shown in
Figure 4-16.

4.1.9 Configuration Backup and Restore

The configuration for DSL cards or controller can be grouped into a file, and can be
retrieved by EMS. When downloading to EMS server, the file is transferred by TFTP
protocol. This file is stored in the location of TFTP server, provided for restoring to
devices if necessary.

To backup or restore configuration for DSL cards, double-click the device in the left
panel, and once the panel for that device, right-click the panel and select
DSL->Backup/Restore to invoke the Backup/Restore function.

To Backup and restore configuration for Controller of the master device, double-click
the device in the left panel, and once the panel for that device, right-click the panel

and select Controller->Backup/Restore to invoke the Backup/Restore function.
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=Device=

Cortroller  k

sl
PsAC
Eridge
ACL

IEMP Shooping Glakbal
DHCP Opita2 Global
Cormmit

Wersion
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P Upgrade

Alarmm Wiess

Alarmm History

Figure 4-17. Select the backup and restore function

Backup Configuration For DSL cards

To backup configuration for DSL cards, input the name of file to be saved under the
default directory of TFTP server first, then select “Apply” button to get the
configuration information from the selected device. The page is shown in Figure 4-18.
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Select File
Directory : | titp - | Refrezh
File Mame | Property Size Last Modified

CP.hin.gz GZ file 2kb THM2005 310 PM
DP hin.gz GZI file 2kb THM2005 310 PM
FP.cfy CFiG file 2kb FHM2005 311 PM
ipdslam_v1 .1 Srcsall ALL file 2kb THM2005 313 PM

Select Type

) Restore (@ Backup |a151.cfy

Transfer Status

Tpload session Completed, Bytes tranfered 262144, ..

Configuration backup successfully!

[dzl-nmaster ]#

[4]

Al Close

Figure 4-18. Backup the configuration from the device
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Restore Configuration For DSL cards

=Zelect File
Directary | E3 thtp - | Refresh
File Mame Property Size Last Moditied
& o151 cfg CFi3 file 71205 3:46 P
‘ CP.hin.gz L file 2kh TH2005 310 P
‘ DP hin.gz GI file 2kh THM 2005 310 P
‘ FP.cfy CFiG file 2kh THM2005 311 PM
. ipdslam_v1 .1 .8re5 a8l ALL file 2kh TH2005 313 PM
Select Type-

T —

~Transfer Status

Dowriload seszion Completed,Bytes receiwved 262144, ..
Configuration restore successfully!

[del-naster ]#

-

ol Close

Figure 4-19. Restore the configuration to the device
To restore the configuration file to the selected device, right-click the device panel

and select “Backup/Restore” function. The page is shown in Figure 4-19.

Backup Configuration For Controller

To backup configuration of the controller for the master device, input the name of file
to be saved under the default directory of TFTP server first, then select “Apply”
button to get the configured information from the selected device. The page is shown
in Figure 4-20.
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Select File
Ditectory : | 23 trtp b d | Refresh
File Marme | Property | Size Last Modified

a151.cfg CFi file 256kh TH205 346 PM
cortroller cfy CFG file Zkb TH205 349 P
CPhingz GE file 2kb TH205 310 P
DP hingz GZ file 2kb TH2005 310 PM
FP cfg CFG file 2kb TH2005 311 P
ipdslam_v1.1.8rca . ALL file 2kk TH205 313 PM

Select Type .

1 Restore (8 Backup ‘l:l:untru:uller.cfg
Apply Cloze

Figure 4-20. Backup the configuration from the device

Restore Configuration For Controller

To restore the configuration file to the selected master device, select the configuration
file from the file list, then select “Restore” option and press “Apply” button to restore
function. The page is shown in Figure 4-21.

Zelect File-
Directory | =3 titp - | Refresh
File: Marme | Property | Size Last Modified

Y 151 ofg CFG file 256kh T 2005 3:46 PM
| 3 CFG file Ti20 49 Phd
‘ CP hingz 7 file 2kh T 2005 310 P
‘ DP hingz 7 file 2kh FH 2005 310 P
i FP cfy CFG file kb T 205 311 PM

Y ipdslam_wd 1 Bres. ALL fils kb T 205 313 PM
Select Type : -

@} i1 Backup |
Apply Close

Figure 4-21. Restore the configuration to the device

61

DrayTek



VigorCMS Operational Manual

4.2 DSL Configuration

4.2.1 DSL/Summary

Display the status for each port in the device. Press the Refresh button to begin to get

the information, the Enable All button will lunch a dialog to do enable all ports action.

Disable All button do the same thing but disable all ports action.

Figure 4-22 is shown the Summary Configurations as below:

r SUmmEry |/ Throughput |/ Instant Rate

0Op Status

Standard

SHR DH {1/10dB})

SHR UP (1110dB)

Intl DN

| Refresh

idle

| -

handshake

Enahle All

handshake

HHLg

Cisable Al

handshake

handshake

handshake

= i k2=

handshake

[L=]

handshake

ey
=

handshake

—
—

handshake

—_
[gu]

handshake

—_
[on]

handshake

—_
.

handshake

—_
o

hand
4 |8

[4]

L;drnller | st | pvc | Port | Brigge | acL |

Figure 4-22. Summary configurations

4.2.2 DSL/Instant Rate

Display the Tx and Rx rate for each port and PVC in the device. Press the Start
button to begin getting the information, Stop button to stop the retrieve the
information. The user may choose any row to draw the recent 10 minutes flow chart.

You may right click mouse and select DSL/Instant Rate as Figure 4-23,
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=Device=

Controller  k
D=L ]

DEL
PC
Bridge
ACL

IEMP Shooping Global
DHCP Optd2 Global
Cotrrmit

WErsian

Reset

P Upgrade
Backup/Restare

Alarm Wiesay

Alarm History

SUmary

Throughput
Instant Rate
DHCP Optg2

Subscriber

Figure 4-23. Popup instant rate

After press the start button, the table will start updating the Tx and Rx rate form

Server. If there is only one client start the service in Server. The table will show NaN

at the first time retrieving data as Figure-4-24.

|’ Surmmary rThrnughput rlnstant Rate rDHCP Opta2 rSubscriber |

Port PVC Rx{Kbps) T=i{Kbps) Rxipktis) T=ipktis) | Start
1 1 1 0.0 0.0 0o 0.0 -~
2 |2 1 0.0 0.0 0.0 0.0
N E 1 ] 0.0 il 0.0 ’m
4 |4 1 0.0 0.0 0.0 0.0 A
5 |4 1 0.0 0.0 0o 0.0
6 |6 1 0.0 0.0 0.0 0.0
7T 1 0.0 0.0 0o 0.0
g8 |8 1 0.0 0.0 0.0 0.0
9 |9 1 0.0 0.0 0o 0.0
10 |10 1 0.0 0.0 0o 0.0
11 |11 1 0.0 0.0 0.0 0.0
12
13 |13 1 fatd MaM fatd MaM
14 |14 1 Mard Makd Mard Mak
15 |14 1 fatd MaM fatd MaM —

| controler | psL | pve | Port | Brigge | ace |

Figure 4-24. Lunch start button
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Then the data will keep updating until lunch stop button. The table will show as

Figure 4-25.
I

( SurtnEty r Throughput r Instant Rate |
Port PVC Rxi{bps) Ta(bps) Rxi{pktis) Tx=(pktis) | | start |
T N 1 0.0 0.0 0.0 0.0 i
S E 1 0.0 0.0 0.0 0.0 i
3 on
4 |4 1 0.0 4843 48 0.0 403 52 L
5 |5 1 0.0 4844 05 0o 403 67
6 |6 1 0.0 484405 0.0 40367
T 07 1 0.0 48384 0.0 403.2
g |8 1 0.0 483911 0.0 403.26
9 |9 1 0.0 4838.86 0.0 403.25
10 110 1 0.0 483886 0.0 403.25
11 111 1 0.0 483886 0.0 403.25
12 12 1 0.0 483953 0.0 403.29
13 13 1 0.0 433386 0.0 403.25
14 114 1 0.0 433806 0.0 403.25
15 1A 1 0.0 0.0 0.0 0.0 |
165 11k 1 nn A2 a0 nn A032 0 =
| cortroler | D5 | Pvc | Port | Brige | acL |

Figure 4-25. Table update

Then user may select one row to see the recently 10m flow chart. The char is show as

Figure 4-26 to see the flow rate more clearly.
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Flaw Chart EI
—_ DSL at 172.16.2.151-51avedd E
o 800 k E
u ot 3
- ) ]
=) a00 k. | E
o400 k
o
N
S 200 k
&

I

E 0 Fe
= 11:20 11:25

B irnput Octets

bdverage input Octets: 51.84 kbitsss Maximum input Octets: 73929 kbits/s
Description on device: 172.16.2.151-5Tavel0

[Thu Sep 05 11:16:37 C5T 2005] -- [Thu Sep 08 11:26:37 C5T 2005]

—_ D5L at 172.16.2.151-5T1avedD E
i ! ! ' t f 3
4 5 M s 3
il f
= 4 H =
= EN |

3

o 2 H

i

& 1H

N

B 1

=

+ 11:20 11:25

O output Octets
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Description on device: 172.16.2.151-5Tavel0

[Thu Sep 05 11:16:37 C5T £2005] -- [Thu 3ep 08 11:26:37 C5T 20051

Figure 4-26. Flow chart
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If anyone wants to select different view of parameter, right click on the flow chant and

set the parameter ad Figure 4-27.
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L2000 k
I
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E 0 =
e 11:20 11:25
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B input Octets
dyerage jnput Octets: 145 66 khitsd O UcasiPhis t Octets: 745.74 kbits/s
Lescription on device: 172.16.2.151-21avel0
[Thu Sep 05 11:17:46 C5T 2005] -- [Thu Sep 08 11:27:46 C5T 2005]
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‘El : g
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=
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o
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i 11:20 11:25
O output Octets
bdverage output Octefs: 3.83 Mhits/s Maximum output Octets: 5.21 Mhits s
Description on device: 172.16.2.151-S1avel0
[Thu Sep 05 11:17:46 C5T 20051 -- [Thu 3ep 08 11:27:46 5T 2005]

Figure 4-27. Change to different parameters
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The new flow chart will show according to the new parameter such as Figure 4-28:

Flow: Chart _ég
B D5L at 172.16.2.151-51avedd g
L 3
A 2
v &0 J v i
& i i
- 40
]

#

. 20

£

i)

m 0 &
+ 11:20 11:25

B input UcastPkts
dverage input UcastPkts: 14 .76 Pkts/s Maximum input UcastPkts: 66.81 Pktsds

Description on device: 172.16.2.151-51avel0
[Thu Zep 05 11:18:26 C5T 20031 -- [Thu Zep 05 11:28:26 C5T 2005]

D5L at 172.16.2.151-51avedd

400

Fim o m Ui

300

200

100

transfer speed [Pris/sec]

1]

11:20 11:25

B output UcastPkts
dverage output UcastPkts: 302.65 PkisSs Maximum output UcastPkts: 434 .24 PRissSs

Description on device: 172.16.2.151-51avel0
[Thu Sep 05 11:18:26 C5T 20051 -- [Thu Sep 05 11:28:26 C5T Z005]

Figure 4-28. UcastPkts flow chart

4.2.3 DSL/DHCP Opt82 (for V1.1.0 and onwards)

Configure the parameters per port based for DHCP option82 insertion.

The subscriber’s DHCP request packets will be snooped by IP DSLAM. DHCP option
82 will be inserted into the original DHCP packet with the following format if DHCP
option82 is enabled for system (via action “DHCP Opt82 Global” setting under main
popup menu) and for the dedicated port.

DHCP option 82

Sub option ~ Content

1 NodeName Port/Slot:Vpi.Vci
2 Free Text input per port

67

DrayTek



VigorCMS Operational Manual

The external BRAS can configure some DHCP policies according to the information
contained inside the DHCP packets.

[ Stetus | Summary | Throughput | Instart Rete | DHCP Opt2 | Subscricer

Part

erahle

Status Mote | |
- Update

2

enable

- Refresh
| Fersh|

enable

t

enahle

enable

[ R R = R Y

enahle

enable

k]

enahle

10

enable

11

enahle

12

enable

13

enahle

14

enable

15

enahle

16

enable

17

enahle

18

enable
L

LDSL | pvc | pot | Brige | AcL |

Figure 4-29. DHCP Option82 setting

In Figure 4-29, press the Update button for specific port, then change the Status and
Note field. The Note field will be used as the Free Text (sub option 2) attribute.

Finally press OK to save the setting. The dialog is shown as Figure 4-30. If the data

have been changed, press Refresh to get the latest data.

{Hame)
[Description)

| Ok | Cancel
_— e

Figure 4-30. DHCP Option82 update
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4.2.4 DSL/Subscriber (for V1.1.0 and onwards)

Configure the subscriber’s information in device per port based. Fields Name and

Description are provided.

f Status rSummar\; rThroughpu‘t |/Ins1&r1t Rate rDHCP Opta2 rSubscriber |

Port Mame Description ‘
Update

i

Refresh

| s [ pve | port [ Brige [ act |

Figure 4-31. Subscriber

In Figure 4-31, press the Update button for specific port, and then modify the name
or the description of this subscriber. Finally press OK to save the setting. The dialog is
shown as Figure 4-32. If the data have been changed, press Refresh to get the latest
data.
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2 4] |=] =8 et
Part

Description

Marne Test

Description
The description of the subscriber

4.3 PVC Functions

Ok | Cancel

Figure 4-32. Subscriber update

The function of throughput for DSL card is similar to that for controller. The

interfaces for DSL are PVC-based.

4.3.1 PVC/ATM Statistics
Port

The port index of the DSL device.
VPI

The VPI value for this port.

VCI

The VCI value for this port.

RxCells

The amount of cells is received for this PVC.

TxCells

The amount of cells is sent from this PVC.
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RxCLPO
The number of valid ATM cells received by this VCL with CLP=0.The cells are

counted prior to the application of the traffic policy.
Discards

The total number of valid ATM cells discarded by the traffic policing entity. This
includes cells originally received with CLP=0 and CLP=1

4.3.2 PVC/IP Statistic

This function provides the performance information by PVC-based. The meanings of
items for this function are the same as that described in the “Controller/Interfaces”.
Figure 4-33 is shown the IP Statistics of PVC as below.

( ATH Statistics |’ IP Statistics |’c-:nfigurati-:.n

Port | PYC | InOctets | OutOctets | InUcastPkts | OutUcastPkts | InDiscards | OutDiscards | Refrash

1

1 |1 1 0 0 0 0 0 0
z 2 |1 0 0 0 0 0 0 i | et
cE 1 o i 0 0 o 0 lm
4 [4 1 0 0 0 0 0 0 Q
5 [a 1 0 0 0 0 0 0
B 1 0 0 0 0 0 0
G 1 0 0 0 0 0 0
g [a 1 0 0 0 0 0 0
5 [a 1 0 0 0 0 0 0
10 [0 |1 0 0 0 0 0 0
111 |1 0 0 0 0 0 0
12 [12 |1 O O 0 0 O 0
13 [13 |1 0 0 0 0 0 0
14 [14 |1 0 0 0 0 0 0 ||
15 [15_ |1 0 0 0 0 0 i I |:
4

| contraller | DSL | pve | Port | Bridge | scL |

Figure 4-33. The IP statistics of PVC
4.3.3 PVC/Configuration

The configurations of PVC for each port set in the device. You can add, update, and
delete these PVC settings in this window. The fields for PVC are described as Figure
4-34.
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] o] o |
( ATH Statistics |’|P Statistics rCaniguratinn |
Port | PVYC | VYPI | WCI | MPOA Channel VAN IGMP Mode | 802.1P ‘ A
1 |0 ikl a 345 llchdux  |Interleaved  [DefaultYlan{1)  (fasthlormal |0
2 02 |01 |8 |35 |icMux |interleaved |Default™ian(1) |@stMarmal |0 Hpdate
3 oz fm s 35 |leMux  |Interleaved  |Default¥lan{l) |fasthormal |0 lm
4 |04 ikl a 345 llchdux  |Interleaved  [DefaultYlan{1)  (fasthlormal |0
5 |05 |m 8 38 |lcMux  (Interleaved  [Defaultvlan(l)  [fastMarmal |0 Refresh
A |06 1 a 348 llchdux  |Interleaved  [Default-Ylan{1)  [fasthlormal |0 CAM
T o|or m a 348 llchux  |Interleaved  [Default-Ylan(1)  (fastMormal |0
a |o3 m a 348 llchux  |Interleaved  [Default-Ylan(1)  (fasthormal |0
9 |09 1 a 348 llchdux  |Interleaved  [Default-Ylan{1)  [fasthlormal |0
10 (10 m a 348 llchux  |Interleaved  [Default-Ylan(1)  (fastMormal |0
11 |11 m a 348 llchux  |Interleaved  [Default-Ylan(1)  (fasthormal |0
12 12 1 a 348 llchdux  |Interleaved  [Default-Ylan{1)  [fasthlormal |0
13 13 m a 348 llchux  |Interleaved  [Default-Ylan(1)  ([fastMormal |0
14 [14 m a 348 llchux  |Interleaved  [Default-Ylan(1)  (fasthormal |0
17 [ [WT=
L ; *|
| controller | DSL | pve | port | Brie | acL |

Figure 4-34. PVC configurations
Port
The identifier of port sets in the device. In general, the index of the first port is 1.
PVC

The identifier of PVC for some port sets in the device. In general, the index of the

first PVC is 1; the number of PVC for one port can be up to eight.
VPI

The value of VPI sets for this PVC.

VCI

The value of VCI sets for this PVC.

MPOA

This setting could be LLC or VC Multiplexing.

Channel

The channel mode sets for the port, only interleaved or fast mode.
VLAN

The VLAN ID sets for the PVC set in the port. This value should be set in the Bridge

configuration.
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IGMP Mode

The mode of IGMP mode sets in the PVC should be normal, fast and fastNormal.
802.1P

Set the upstream priority on this PVC.

Traffic Class
Set the downstream priority on this PVC. You must define the different traffic class on

the Profile manager. Please refer to the Profile Manager chapter.

OAM

This function provides F5 loop-back tests for one port. If the port is not connected,
this function would not be performed.

Figure 4-35 is shown the OAM Test Dialog as below.

FS Loopkack

Port: 01 Py 01 YR & WL 35

i@ Endto End ) Seament Apply EhIISE
Result
endToEndLbSuccess

Figure 4-35. OAM test dialog

4.4 Port Configuration
4.4.1 Port/Status

The status for each port set in the device. You can refresh, show bin map, test DELT

and enable or disable the port in this window. Figure 4-36 is shown as below.
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Ll
Ll
a

f Status rPerformance r Line Prafile |’ Alarm Profile |’ P History |/ATM Traffic Profiie |

Infa Into2 Part Murnber :
ftem Value ftem Upstream Downstre: 1 E
Warsion Maise Margind i1 0dB) 0 IW
2p Status oo Cutput Power (11 0dE) 1] 0
Admin Status  |up Attainable Bitratethps) 0 1] Bit1 hiap |
Dp Ext Status |handshake Attenuation{1/10dEB) 1] 0 l?
Actual Standard |t1413 Interleave Current Ratedbps) |0 0
P State idleop Interleave Previous Ratelbps) |0 1} Enable
Actual Cap Interleave Delay(ms) i] 0
Fast Current Ratelbps) 0 1] m
Fast Previous Ratedhps) 1] 0
Current Status noPeerAtuPresent |noDefect

| controler | DS | pve | Port | Briage | acL |

Figure 4-36. Port status configurations

Noise Margin(Up Stream/Down Stream)

Noise Margin as seen by this ATU with respect to it received signal. The unit is 1/10
dB.

Output Power(Up Stream/Down Stream)

Measured total output power transmitted by this ATU. This is the measurement that

was reported during the last activation sequence.

Attainable Bitrate(Up Stream/Down Stream)

Indicate the maximum currently attainable data rate by the ATU.

Attenuation(Up Stream/Down Stream)

Measured difference in the total power transmitted by the peer ATU and the total
power received by this ATU.

Interleave Curent Rate(Up Stream/Down Stream)

Actual transmit rate on this channel for interleave mode.

Interleave Previous Rate
The rate at the time of the last adslAtucRateChangevTrap event for interleave mode.

It is also set at initialization to prevent a trap from being sent.
Interleave Delay
Interleave Delay for this channel.
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Fast Current Rate

Actual transmit rate on this channel for fast mode

Fast Previous Rate

The rate at the time of the last adslAtucRateChangeTrap event for fast mode. It is

also set at initialization to prevent a trap from being sent.

Current Status

Indicate the current status of the ATUC line. The values of status are described as

followings:

Status

Meaning

noDefect

There are no defects on the line.

lossOfFraming

The valid frames are not received in the ATUC.

lossOfSignal

The valid signals are not received in the ATUC.

lossOfPower

ATUC fails due to loss of power.

AW |O

lossOfSignalQuality

Loss of Signal Quality is
declared when the Noise Margin
falls below the Minimum Noise
Margin, or the bit-error-rate
exceeds 10M-7.

5 lossOfLink

lossOfLink is declared when ATUC can not
link to ATUR.

6 datalnitFailure

ATUC is failure during
initialization due to bit
errors corrupting startup exchange data.

7 configlnitFailure

ATUC is failure during
initialization due to peer
ATU not be able to support
requested configuration.

8 protocollnitFailure

ATUC is failure during
initialization due to
incompatible protocol used by
the peer ATU.

9 noPeerAtuPresent

ATUC is failure during
initialization due to no
activation sequence detected
from peer ATU.

4.4.2 Port/Performance

The performance of the port selected in the port number field, you can monitor the
value for ATU-C or ATU-R by clicking the option for ATU-C or ATU-R. Refresh

button is used to retrieve data again.

Figure 4-37 is shown the port performance configuration as below.
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TYPE PERF

Time Elapsed
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Figure 4-37. Port performance configurations

The meanings for these time units are described as followings:

PERF Description

LOFs Count of the number of Loss of Framing
failures since agent reset.

LOSs Count of the number of Loss of Signal
failures since agent reset.

LOLs Count of the number of Loss of Link
failures since agent reset.

LPRs Count of the number of Loss of Power
failures since agent reset.

ESs Count of the number of Errored Seconds
since agent reset.

Inits Count of the line initialization attempts
since agent reset. Includes both successful
and failed attempts.

Interleave RxBLKs Count of all encoded blocks received on this
channel since agent reset in interleaved
channel.

Interleave TxBLKSs Count of all encoded blocks transmitted on

this channel since agent reset in interleaved
channel.

Interleave CoBLKs

Count of all blocks received with errors that
were corrected since agent reset in
interleaved channel.

Interleave UnCoBLKs

Count of all blocks received with
uncorrectable errors since agent reset in
interleaved channel.
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Fast RxBLKs

Count of all encoded blocks received on this
channel since agent reset in fast channel.

Fast TxBLKs

Count of all encoded blocks transmitted on
this channel since agent reset in fast
channel.

Fast CoBLKs

Count of all blocks received with errors that
were corrected since agent reset in fast
channel.

Fast UnCoBLKs

Count of all blocks received with
uncorrectable errors since agent reset in fast
channel.

15MIN CURR, 1DAY CURR, 1DAY
PREV

Description

Time Elapsed

Total elapsed seconds in this interval.
(current 15-min interval, current 1-day
interval, or previous 1-day interval)

LOFs

Count of seconds in the interval when there
was Loss of Framing.

LOSs

Count of seconds in the interval when there
was Loss of Signal.

LOLs

Count of seconds in the interval when there
was Loss of Link.

LPRs

Count of seconds in the interval when there
was Loss of Power.

ESs

Count of Errored Seconds in the interval.
The error second parameter is a count of
one-second intervals containing one or more
crc anomalies, or one or more los or sef
defects.

Inits

Count of the line initialization attempts in
the interval.

Interleave RxBLKSs

Count of all encoded blocks received within
the interval in interleaved channel.

Interleave TxBLKs

Count of all encoded blocks transmitted
within the interval in interleaved channel.

Interleave CoBLKs

Count of all blocks received with errors that
were corrected within the interval in
interleaved channel.

Interleave UnCoBLKs Count of all blocks received with
uncorrectable errors within the interval in
interleaved channel.

Fast RxBLKs Count of all encoded blocks received within
the interval in fast channel.

Fast TxBLKs Count of all encoded blocks transmitted
within the interval in fast channel.

Fast CoBLKs Count of all blocks received with errors that

were corrected within the interval in fast
channel.
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Fast UnCoBLKs Count of all blocks received with
uncorrectable errors within the interval in
fast channel.

4.4.3 Port/Line Profile

The line parameters set for one port selected in the port number field, these
parameters are defined in RFC 2662, for ADSL MIB. When you want to change the
value of some parameters, you should click the setting value field, then input the new

value and click Apply button. Reset button will restore the value. The page is shown
in Figure 4-38.

n ]

| ] |
f Status rPerfnrmance |’ Line Prafile |’ larm Profile |’ P History rATM Tratfic Profils
= i i 3
= %4' ‘:’ %I Port Mumber
E Downstream Rate
Irtl Max Tx Ratelbps) 32736000 32736000
Iritl Mt T Ratelbps) F2000 J2000 Apply
Max Intl Delay(ms) B3 63
Fast Max Tx Rate(lps) 32736000 32736000 Reset
Fast Min Tx Ratelbps) 32000 32000 b
El Upstream Rate Refresh
Irtl Max Tx Ratelbps) 1083000 1033000
Irtl Min Tx Ratelbps) 32000 32000 Capahility
Mz Intl Delayims) 16 16
Fast Max Tx Ratelbps) 1088000 1083000
Fazt Min Tx Ratelbps) F2000 32000
E Downstream SHR Margin
Target SR Marging1 # 0dE) &0 &0
Max SMR Margin(1 M 0dE) 310 30
Min SMR Marging1 /1 OdE) 0 0 =
{Hame}
(Description]
| contraler | psL | pvc | port | Brigge | act |

Figure 4-38. Line profile configurations

4.4.3.1 Downstream rate

Intl Max Tx Rate(bps)

Set maximum Transmit rate for Interleave channels in bps in the ATUC.

Intl Min Tx Rate(bps)

Set minimum Transmit rate for Interleave channels in bps in the ATUC.

Max Intl Delay(ms)

Set maximum Interleave delay for this channel in the ATUC.
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Fast Max Tx Rate(bps)

Set maximum Transmit rate for fast channels in bps in the ATUC.

Fast Min Tx Rate(bps)

Set minimum Transmit rate for fast channels in bps in the ATUC.

4.4.3.2 Upstream rate

Intl Max Tx Rate(bps)

Set maximum Transmit rate for Interleave channels in bps in the ATUR.

Intl Min Tx Rate(bps)

Set minimum Transmit rate for Interleave channels in bps in the ATUR.

Max Intl Delay(ms)

Set maximum Interleave delay for this channel in the ATUR.

Fast Max Tx Rate(bps)

Set maximum Transmit rate for fast channels in bps in the ATUR.

Fast Min Tx Rate(bps)

Set minimum Transmit rate for fast channels in bps in the ATUR.

4.4.3.3 Downstream SNR Margin

Target SNR Margin(1/10 dB)

Set target signal/noise Margin in the ATUR.

Max SNR Marqin(1/10 dB)

Set maximum acceptable signal/noise Margin. If the Noise Margin is above this the
modem should attempt to reduce its power output to optimize its operation in the
ATUR.

Min SNR Margin(1/10 dB)

Set minimum acceptable signal/noise Margin. If the Noise Margin falls the level, the
modem should attempt to increase its power output to optimize its operation in the
ATUR.
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4.4.3.4 Upstream SNR Margin

Target SNR Margin(1/10 dB)

Set target signal/noise Margin in the ATUC.
Max SNR Marqin(1/10 dB)

Set maximum acceptable signal/noise Margin. If the Noise Margin is above this the
modem should attempt to reduce its power output to optimize its operation in the
ATUC.

Min SNR Margin(1/10 dB)

Set minimum acceptable signal/noise Margin. If the Noise Margin falls the level, the
modem should attempt to increase its power output to optimize its operation in the
ATUC.

4.4.4 Advanced

Atuc Rate mode

Define what form of transmit rate adaptation is configured on the ATUC. There are
three modes defined as followings:

fixed (1): no rate adaptation

adaptAtStartup (2): perform rate adaptation only at initialization

adaptAtRuntime (3): perform rate adaptation at any time

Type
Define the type of ADSL physical line entity, by defining whether and how the line is

channel zed. The definitions for the type are:

noChannel (1): no channels exist

fastOnly (2): fast channel exists only

interleavedOnly (3): interleaved channel exists only

fastOrInterleaved (4): either fast or interleaved channels can exist, but only one at
any time

fastAndInterleaved (5): either fast or interleaved channels exist
Annex

Set the annex type of ADSL line. The annex type includes annexA(0),annexB
(1),highSpeed (2),gspanPlus (3),v1010 (4) and adsl2(5)
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Standard

Provides actual standard used for the connection with AUTR. The definitions for the

standard are as followings:

t1413(0)
gLite(1)
gDmt(2)
alctl14(3)
multimode(4)
adi(5)

alctl(6)
t1413auto(9)
adslPlus(48)
gspanPlus(64)
adsl2(26)
adsl2Plus(27)
readsl2(28)
adsl2Auto(29)
adsl2PlusAuto(30)

Trellis
Enable or disable the trellis coding.
EcFdmMode

Set if there is overlap or no overlap of bins. There are two modes for this parameter:
fdmMode and ecMode.

PsdMaskType

Select the PSD mask option to be used. This parameter is used only for G.Span/
ADSL+ and G.Span Plus. There are several modes including adsl, hsadsIM1,
hsadsIM2, msk2Rfi, flatMskRfi, cabMsk2Rfi, coMsk2Rfi0, adsI2NonovipM1,
adsl2NonovlpM2, adsl2NonovlpFlat

UpStartBin

Lowest bin number allowed for Rx signal.

UpEndBin

Highest bin number allowed for Rx signal.
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DownStartBin

Highest bin number allowed for Tx signal.

DownEndBin

Lowest bin number allowed for Tx signal.

4.4.5 SRA

Seamless rate adaptation (SRA), a key feature of ADSL2, enables the transceiver to
monitor line conditions and dynamically adapt the data rate seamlessly, i.e., without

bit errors or requiring a service interruption for retraining.

SRA can be enabled or disabled dynamically while in data mode. SRA is only
supported in the downstream direction; upstream SRA is not supported. The receiver
initiates SRA, therefore in the downstream direction the CPE is the master and
enables SRA.

Downshift SNR Mgn

Set signal/noise margin for rate downshift in the ATUR.
Upshift SNR Mgn
Set signal/noise margin for rate upshift in the ATUR.

MinDownshift Time

Set minimum time that the current margin is below DownshiftSnrMgn before a
downshift occurs in the ATUR.

MinUpshift Time

Set minimum time that the current margin is above UpshiftSnrMgn before an upshift
occurs in the ATUR.
The following Figure 4-39 provides a pictorial view of SRA and how these

parameters will be used to manage rate adjustment.
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Figure 4-39.
4.4.6 Power Management

With millions of ADSL modems deployed around the world operating at full power
24x7, a significant amount of electricity is consumed. Statistically today, 95% of the
time the ADSL modem is idle and not transmitting or receiving any data. A good deal
of power can be saved if the modems engage in a standby/sleep mode, similar to
computers as defined in the USA by the Energy Star requirements and elsewhere in
the world. In addition, this would save power for ADSL transceivers operating in
small remote units and digital loop carrier (DLC) cabinets that operate under very
strict heat dissipation requirements.

To address these concerns, ITU-T G.992.3 introduces a set of power management
states for the ADSL2 link and the use of the overhead messages to coordinate power
management between the ATU-C and ATU-R. Power reduction can be achieved by
minimizing the energy transmitted by the ATU as well as by reducing the power
consumed by the ATU. As specified in G.992.3, power management is in the

downstream direction only.

Power Management allows for changes in the downstream control parameters without
a retrain, or errors (i.e., seamless). Power management is similar to Seamless Rate
Adaptation in that the signaling mechanism is the same, allowing both features to
seamlessly modify downstream configuration. The procedures for power management

support:
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* Changing parameters to minimize the aggregate transmit power

* Changing parameters to dynamically change the data rate

PM Mode

PM-related parameter used by the ATU-C to set the allowed link states. There are

several modes including disable, 13enable, 12enable, 13I12enable.

LO Time(sec)

PM configuration parameter, related to the L2 low power state. This parameter
represents the minimum time (in seconds) between an exit from the L2 state and the

next entry into the L2 state.

L2 Time(sec)

PM configuration parameter, related to the L2 low power state. This parameter
represents the minimum time (in seconds) between an Entry into the L2 state and the
first Power Trim in the L2 state and between two consecutive Power Trims in the L2
State.

L2 ATPR(1/10dB)

PM configuration parameter, related to the L2 low power state. This parameter
represents the maximum aggregate transmit power reduction (in dB) that can be

performed through a single Power Trim in the L2 state.

L2 Min Rate(bps)

PM configuration parameter, related to the L2 low power state. This parameter
specifies the minimum net data rate during the low power state (L2). The data rate is
coded in bit/s.

L2 Entry ThresholdRate(bps)

PM configuration parameter, related to the L2 low power state. This parameter
specifies the downstream data rate threshold that triggers autonomous entry into low
power state (L.2). Supported for ADSL2/ADSL2+ ONLY.

L2 Exit ThresholdRate(bps)

PM configuration parameter, related to the L2 low power state. This parameter
specifies the downstream data rate threshold that triggers autonomous exit from low
power state (L2).
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L2 Entry Rate MinTime(sec)

PM configuration parameter, related to the L2 low power state. This parameter
specifies the minimum interval of time that the net data rate for the bearer channel
should stay below Entry Threshold Rate before autonomous entry into low power
state (L2). The minimum entry rate time is coded in seconds, and ranged from 900 to
65535.

The following Figure 4-40 provides a pictorial view of Power Management and how

these parameters will be used to manage rate adjustment.

Downstream Current Traffic Rate # of ATM cellz, monitored by DSP)

/ GEMS_agslAtuc ComTuL 20WnRate
Min L2 D313 Rate | e e - —— o I T e e e I R —

L2 Exit Thresheld

L2 Entry Threshold [ — —] — — — — — — e e o TE SR e i BT I - M T et b B N P

I
|
I MinL2 Entry
|
1

Time —P—f-"r_ CoNMGSPMLZENKTY RN TIm
Threshaold ' ¥
LD {10 - 20 min or more} I LD
]
Power Management State
|
L2 || S5MiE_sgsiticConPLOTime : L2
|
|

Minimum LD Time
Interval Between L2
Exit and Mext LZ Entry

Transmit Power

Initial Power Cutback

GEMIE_sasiaicConPMLZATPR

Power Trim
Maximum _l

Aggregate ¥ _____ / /

Transmit Power :
Reduction Per = ———=—=" R
LZ Trim _T ]

Minimum L2 Time Interval Between L2
Entry and First L2 Trim (and Betwean
Two Consecutive Power Trims)

GISMIE_sIsAtcConPIALETime

Time in Seconds

Figure 4-40.
4.4.7 Port/Alarm Profile

The alarm parameters set for one port selected in the port number field, these
parameters are defined in RFC 2662, for ADSL MIB. When you want to change the
value of some parameter, you should click the setting value field, then input the new
value and click Apply button. Reset button will restore the value. Figure 4-41 is

shown the Alarm profile as below.
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f Status rperfnrmance |/ Line Prafile |/ &larm Profile |’ P History |/.&.Tru1 Traffic Profile |

: %‘J’ B$ I%: Port Murnber :
= Atuc
Thresh 15MinLaofs 1] 1] ! E
Thresh 15MinLoss a a ’W
Thresh 15MinLalz 1] 1]
Thresh 1aMinLprs a} a} Reset
Threzh 15MInESs 1] 1]
Thresh FastRatelUp 4000 4000 Refresh
Threzh InterlesveRatellp 4000 4000
Thresh FastRatelown 4000 4000
Thresh InterlesveRateDown 4000 4000
InitFailLreTrapEnable dizakle dizakle E
= Atur
Thresh 15MinLaofs 1] 1]
Thresh 15MinLoss 1] 1]
Thresh 1aMinLprs a a
Thresh 15MInES=s 1] 1]
{Hame)
(Description)

lost | pvc | pot | Brigge | act |

Figure 4-41. Alarm profile configuration

Atuc Thresh 15MinLofs

The number of Loss of Frame Seconds encountered by an ADSL interface within any
given 15 minutes performance data collection period, which causes the SNMP agent
to send an adslAtucPerfLofsThreshTrap in the ATUC.

Atuc Thresh 15MinLoss

The number of Loss of Signal Seconds encountered by an ADSL interface within any
given 15 minutes performance data collection period, which causes the SNMP agent
to send an adslAtucPerfLossThreshTrap in the ATUC.

Atuc Thresh 15MinLols

The number of Loss of Link Seconds encountered by an ADSL interface within any
given 15 minutes performance data collection period, which causes the SNMP agent
to send an adslAtucPerfLolsThreshTrap in the ATUC.

Atuc Thresh 15MinLprs

The number of Loss of Power Seconds encountered by an ADSL interface within any
given 15 minutes performance data collection period, which causes the SNMP agent
to send an adslAtucPerfLprsThreshTrap in the ATUC.

Atuc Thresh 15MinESs

The number of Errored Seconds encountered by an ADSL interface within any given

15 minutes performance data collection period, which causes the SNMP agent to send
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an adslAtucPerfESsThreshTrap in the ATUC.
Atuc Thresh FastRateUp

Configure changes in rate causing an adslAtucRateChangeTrap in the Fast Mode,
this trap will be generated when the current channel transmit rate is greater than the

previous channel transmit rate plus this parameter in the ATUC.

Atuc Thresh InterleaveRateUp

Configure changes in rate causing an adslAtucRateChangeTrap in the Interleave
Mode. This trap will be generated when the current channel transmit rate is greater
than the previous channel transmit rate plus this parameter in the ATUC.

Atuc Thresh FastRateDown

Configure changes in rate causing an adslAtucRateChangeTrap in the Fast Mode,
this trap will be generated when the current channel transmit rate is less than or equal

to the previous channel transmit rate minus this parameter in the ATUC.

Atuc Thresh InterleaveRateDown

Configure changes in rate causing an adslAtucRateChangeTrap in the Interleave
Mode, this trap will be generated when the current channel transmit rate is less than
or equal to the previous channel transmit rate minus this parameter in the ATUC.

Autc InitFailureTrapEnable

Enables and disables the InitFailureTrap in the ATUC.

Atur Thresh 15MinLofs
The number of Loss of Frame Seconds encountered by an ADSL interface within any

given 15 minutes performance data collection period, which causes the SNMP agent
to send an adslAturPerfLofsThreshTrap in the ATUR.

Atur Thresh 15MinLoss

The number of Loss of Signal Seconds encountered by an ADSL interface within any
given 15 minutes performance data collection period, which causes the SNMP agent
to send an adslAturPerfLossThreshTrap in the ATUR.

Atur Thresh 15MinLols

The number of Loss of Link Seconds encountered by an ADSL interface within any
given 15 minutes performance data collection period, which causes the SNMP agent

to send an adslAturPerfLolsThreshTrap in the ATUR.
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Atur Thresh 15MinLprs

The number of Loss of Power Seconds encountered by an ADSL interface within any
given 15 minutes performance data collection period, which causes the SNMP agent
to send an adslAturPerfLprsThreshTrap in the ATUR.

Atur Thresh 15MinESs

The number of Errored Seconds encountered by an ADSL interface within any given
15 minutes performance data collection period, which causes the SNMP agent to send
an adslAturPerfESsThreshTrap in the ATUR.

Atur Thresh FastRateUp

Configure changes in rate causing an adslAturRateChangeTrap in the Fast Mode,
this trap will be generated when the current channel transmit rate is greater than the

previous channel transmit rate plus this parameter in the ATUR.

Atur Thresh InterleaveRateUp

Configure changes in rate causing an adslAturRateChangeTrap in the Interleave
Mode. This trap will be generated when the current channel transmit rate is greater
than the previous channel transmit rate plus this parameter in the ATUR.

Atur Thresh FastRateDown

Configure changes in rate causing an adslAturRateChangeTrap in the Fast Mode,
this trap will be generated when the current channel transmit rate is less than or equal

to the previous channel transmit rate minus this parameter in the ATUC.

Atur Thresh InterleaveRateDown

Configure changes in rate causing an adslAturRateChangeTrap in the Interleave
Mode, this trap will be generated when the current channel transmit rate is less than
or equal to the previous channel transmit rate minus this parameter in the ATUC.

4.4.8 Port/PM History

The history performance of the port selected in the port number field, you can
monitor the value for ATU-C or ATU-R by clicking the option for ATU-C or ATU-R.

Refresh button is used to retrieve data again. The page is shown in Figure 4-42.
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...
( Status rPerformance I/Line Frofile I/Alarm Profile rPM History I/ATM Trafic Frofie |
Time LOFs LOSs LOLs LPRs ESs Port Murmber -

1 [2005-10-26 101410 [0 0 0 0 0 - E

2 [2005-10-26 0858110 |0 0 0 0 0

3 [2005-10-26 094410 |0 0 0 0 0 il

4 [2005-10-26 082810 |0 0 0 0 0 ) ATUR

5 [2005-10-26 081410 |0 0 0 0 0

& [2005-10-26 02:59:10 |0 0 0 0 0 IFEiTEen

7 [2005-10-26 084410 |0 0 0 0 0

8 [2005-10-26 0828110 |0 0 0 0 0

g [2005-10-26 081410 |0 0 0 0 0

10 [2005-10-26 075910 |0 0 0 0 0

11 [2005-10-26 074410 |0 0 0 0 0

12 [2005-10-26 072910 |0 0 0 0 0

13 [2005-10-26 071410 |0 0 0 0 0

14 [2005-10-26 0B:5910 |0 0 0 0 0 ||

15 [2005-10-26 0F:4440 [0 0 0 0 0 IPI:
[ost | pvc | Port | Brige | acL |

Figure 4-42. PM history configuration

4.4.9 Port/ATM Traffic Profile

Select the “Port->ATM Traffic Profile” function enable the rate limitation for the

ADSL line. This value should be less than the maximum value of Atuc Fast Max Tx

Rate and Atuc Intl Max Tx Rat. The page is shown in Figure 4-43.

f Status rPerformance |’ Line Profile |’ Alarm Erofile |’ P History |’ ATM Traffic Profile |

¥z f & F
: =

ORL Yalue(KBPS) 24000 24000

Profile Mame SPPROFILE SPPROFILE [=]
SPPROFILE

Defautt
Schedulel

Profile Hame

Apply
Reset

Refresh

Al

| cortroler | DSL [ pvc | Port | Bridge | mcL |

Figure 4-43. The ATM traffic profile
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The Profile Name is setting the ATM Scheduling Profile. This Profile must be setting
in 4.5.6 first. Otherwise the default Profile Name is SPPROFILE. After changing the

value, the success screenshot will show as Figure 4-44.

( Status |’Perf-:.rman-:e |’ Line Prafile |’ Al Profile |’ P History |’ATM Traific Profile |

= i & 3

o
f=1
5
=
=
=
o
@
=

OFL Yalue(KEPS) 24000 24000
Profile Marme

Information

This &ttn Traffic profile zet successtully

ol

Spply

Reset

Bl

Refresh

Profile Hame

[ contrater | psL | Pvc | port | Briage | acL |

Figure 4-44. Apply ATM traffic profile

4.5 Bridge Configuration

4.5.1 Bridge/Static Unicast

Set the port, which the unicast packets can be sent with the MAC address. The page

is shown in Figure 4-45.
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( Static Unicast |’ Static Mutticast r Dyramic Unicast |’ Dyramic Mulicast |/ WLAN |/ ATM Scheduling Prafile |

VLAN Mac Address Port
1 |1 00:00:00:00:00:01 2-1

Al

Delete

it

Refresh

[ost [ pvc | port | Brigge | acL |

Figure 4-45. Static unicast configurations

VLAN
The VLAN ID associated with the unicast entry.

MAC Address

The MAC address associated with the unicast entry.

Port

The bridge port (PVC) associated with the unicast entry. The format is

portid-pvcindex, the portid is the index of DSL port, and pvcindex is the index of

PVC associated with this DSL port.

4.5.1.1 Add a Unicast Entry

When adding a new unicast entry, select bridge->unicast function first, then select
Add button to input the VLAN, MAC and Port. Figure 4-46 is shown as below.
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WLAR: 222
Mac Address: oo: Qoo oo Qoo oo 0o
Paort: 1-1 9-1 171 1-2

2-1 10-1 181 uplink
3-1 11-1 1841
4-1 12-1 2041
-1 131 2141
g-1 141 2241
7-1 151 2341
g-1 16-1 2441

Spply

Canicel

Figure 4-46. Add a new unicast entry

4.5.1.2 Delete a Unicast Entry

Before deleting a unicast entry, use mouse to click the entry to be deleted, then select

delete button to delete this entry. Figure 4-47 is shown as below.

Static Unicast Static _ 3
r I/ StaticlnicastDelete

Tl LA I/ATM Scheduling Profile |

000 M@ Are you sure to delete the tem 17

Add

Delete

Refresh

il

| contrater | psL | pve | Port | Bridge | acL |

Figure 4-47. Delete a unicast entry
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4.5.1.3 Refresh the Unicast Entry

Select Refresh button to retrieve unicast entries from the device again.

4.5.2 Bridge/Static Multicast

Set the egress ports, which the multicast packets can be sent with the MAC address.
Figure 4-48 is shown the Static Multicast configuration as below.

f Static Unicast r Static Mutticast |’ Dyramic Unicast |’ Diyramic Mulicast |/ WLAN r ATM Scheduling Frofile |

VLAN Mac Address Egress Ports Forhidden Ports
1 |1 01:00:5e:00:00:00 1-1,4-1,13-1 18-1,20-1

Al

Delete

Hil

Refresh

Figure 4-48. Static multicast configurations
VLAN
The VLAN ID associated with the multicast entry.

MAC Address

The MAC address associated with the multicast entry.
Egress Ports
Set the ports to which multicast packets can be sent.

Forbidden Ports

Set the ports that multicast packets can not be sent or received.

4.5.2.1 Add a Multicast Entry

When adding a new unicast entry, select bridge->multicast function first, then select
Add button to input the VLAN, MAC, Egress Ports and Forbidden ports. The Egress
ports and Forbidden ports can be multiple selections, using mouse and CTRL key to

select the ports. The page is shown in Figure 4-49.
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LA 222
Mac Address: o1: 000 SE: 000 00o 00
Egress Ports: 1-1 91 171 uplink

X 101 REN

31 1141 184
41 124 204
51 131 BRI
B 1441 224
74 151 2341
84 161 241

Forbidden Ports: 1-1 81 171 uplink
2-1 10-1 1841

31 19-1
441 12-1

3-1 131 2141
-1 141 2241
-1 151 2341
-1 16-1 2441

Appaly

Cancel

Figure 4-49. Add a new multicast entry

4.5.2.2 Delete a Multiicast Entry

Before deleting a unicast entry, use mouse to click the entry to be deleted, then select

delete button to delete this entry.

4.5.2.3 Refresh the Multiicast Entry

Select Refresh button to retrieve unicast entries from the device again.
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4.5.3 Bridge/Dynamic Unicast

Show the map between the port and MAC address now. The page is shown in Figure
4-50.

( Static: Unicast |’ Static Multicast |’ Dyramic Unicast |’ Dyhamic Mutticast |’ WLAN |’ ATM Scheduling Profile |

VLAN Mac Address Port Refresh

1 I'l 00:00:00:00:00:01 2-1

Figure 4-50. Dynamic unicast configurations

4.5.4 Bridge/Dynamic Multicast

Show the map between the ports and MAC address now. The page is shown in Figure
4-51.

( Static: Unicast |’ Static Mulicast |’ Dynamic Unicast |’ Diyramic: Multicast |’ WLAN |’ ATM Scheduiing Prafile |

VYLAN Mac Address Ports Refresh

1 |1 01:00:5e:00:00:00 1-1,4-1,13-1

Figure 4-51. Dynamic multicast configurations
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4.5.5 Bridge/VLAN
Set the VLAN ID list. The page is shown in Figure 4-52.

|’ Static Unicast |’ Static Multicast |’ Dyramic Unicast |’ Dynamic Mutticast |’ WLAN |’ ATM Scheduling Profile |

VLAN Id VYLAN Hame Egress Port Untag Port Al

1 |1 Default-Ylan 1-12-1,3-1,4-1 51 -1, 7-._[1-1,2-1,3-1 4-1,5-1 B-1,7-..

Delete

Refresh

it

Figure 4-52. VLAN configurations
VLAN
The VLAN ID associated with the VLAN entry.
VLAN Name
The name of VLAN associated with the VLAN entry.

Egress Port
Show the port to which packets with the VLAN ID can be sent.

Untaq Port

Show the port to which packets with the VLAN ID can be sent and removed the
VLAN tag.

4.5.5.1 Add a VLAN Entry
When adding a new VLAN entry, select bridge->VLAN function first, then select

Add button to input the VLAN ID and the name of the VLAN entry. Figure 4-53 is

shown as below.
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WLAN Iof: 333

WLAMN Marne: 333th

Apply Cancel

Figure 4-53. Add a VLAN Entry

4.5.5.2 Delete a VLAN Entry

Before deleting a VLAN entry, use mouse to click the entry to be deleted, then select
delete button to delete this entry.

4.5.5.3 Refresh the VLAN Entry

Select Refresh button to retrieve VLAN entries from the device again.

4.5.6 Bridge/ATM Scheduling Profile

Customized Scheduling is a credit-based mechanism for scheduling within queues for
an ATM port. When ATM port is scheduled for transmission based on ATM ORL
enforcement bandwidth is distributed only among the queues that have some cells.
Bandwidth shall be the minimum of the ATM port configured ORL and Line rate on
which DSL has trained. It will be divided among the queues, which have frames.

If sum of the minimum-Bandwidth exceeds port-Rate then the bandwidth given to
each queue is proportional to the minimum bandwidth for that queue. In the section,

we could set the value for each parameter.
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4.5.6.1 Add a Scheduling Profile

= % A oy
4 =] =il
EH Key
Mame Default
e |

E Sharing Weight (%)

Lowid) 10

Mediurm(1 ] a0

High(2) 30 = Add

Highest(3) 40 o Q
E Minimal{KBps) Update

Lon( 0] o

ediumi1) ] Delete

High(2) ]

Highest(3) 0 Refresh
EH MaximallKBps)

Lane( 0] u]

Mecliumi’1) ]

High(2) ]

Higihe=t(3) a

T!ame
o« || cace |

| controler | DSt [ pve | pot | Erige | acL |

Figure 4-54. Add scheduling profile

When adding a new Scheduling Profile, the dialog will be shown as Figure 4-54:

e Excess Bandwidth sharing Weight = The proportion of Excess Bandwidth,
which this queue wants to share.

e Minimum Bandwidth: giving the minimum bandwidth that this queue requires.
Specified in Kbps.

e Maximum Bandwidth: giving the maximum bandwidth that this queue is
allowed to use. Specified in Kbps. 0 value implies that there is no maximum
bandwidth limit.

After pressing OK, the panel will refresh automatically as follow: The profile should

be inserted to the device.
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f Static Unicast |/ Static Mutticast |’ Dynamic Unicast |/ Dryramic Multicast |’ LA r ATM Schecduling Profile. |
Sharing Weight( %)
Matne Al
Low(D) |  Mesumt) | Hoh(zy | Highest(3) Low(dl Q
Profilet 10 20 a0 40 0 Update
Profile2 25 2 2 2 )
Delete
Refresh
Il - | I
| contraller | DSL | Pve | Port | Brige | acL |

Figure 4-55. Refresh scheduling profile
4.5.6.2 Update the Scheduling Profile

When updating a selected Scheduling Profile, the dialog will be shown as Figure
4-56:

Schedulet
E Sharing Weight
Lol a0
hediumi1 ] a0
Hight 2] 30

Highe:st(3) T
= Minimal

Lo (D) Dpdate schedule profile class

fediumi1)

Highi 2]

Highest(3)
& Maximal

Loww(0) Ho

fediumi1)

Highi 2] T

Highesti ) 0

Are zyre to update thiz schedule profile clazs?

Highest(3)

I | Ok | | Cancel

Figure 4-56. Update scheduling profile
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4.5.6.3 Delete the Sch

eduling Profile

Use mouse to click a profile, select the delete button, the system will ask if you really

want to delete the profile.

4.5.6.4 Refresh the Scheduling Profile

No matter what operation is done, the refresh will reget the profiles from device.

4.6 ACL Configuration

4.6.1 ACL/ Deny

Deny the packets with MAC address from any ports. Figure 4-57 is shown as below.

( Deny (Device Based) |/ Allowy (Fort Based)

Mac Address
1 |DD:DD:DD:DD:DD:E|5

Add

Delete

s

Refresh

MAC Address

Figure 4-57. ACL deny configuration

If the source address of some packets with this MAC address, the packets will not be

permitted to send or receive from any port of DSLAM. Figure 4-58 is shown the

MAC entry in the deny configuration as below.
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Mac Address:

oa:

oa:

aa:

aa:

aa

Spply

Cancel

Figure 4-58. Add a MAC entry in the deny configuration

4.6.1.1 Add a MAC Entry
When adding a new VLAN entry, select ACL->Deny (Device based) function first,

then select Add button to input the MAC address.

4.6.1.2 Delete a MAC Entry
Before deleting a MAC entry for denying, use mouse to click the entry to be deleted,

then select delete button to delete this entry.

4.6.1.3 Refresh the MAC Entry

Select Refresh button to retrieve MAC entries from the device again.

4.6.2 ACL/ Allow
Allow the packets with MAC address from the port. Figure 4-59 is shown the ACL

Allow configuration as below.

r Dery (Device Bazed) r Allowy (Port Bazed)

Port

Mac Address

1 |31

00:00:00:00:00:08

Al

Delete

Refresh

Hil

Figure 4-59. ACL allow configuration
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Port

Set the DSL port to which packets can be permitted sent with the MAC address.

MAC Address

Set the MAC address with which packets are allowed to send to some port of

DSLAM.

4.6.2.1 Add

When adding a new MAC entry, select ACL->Allow (Port based) function first, then
select Add button to input the MAC address and port. The page is shown in Figure

4-60.
Biriclge Port: 141 84 171 1-2
21 101 18-1  uplink
31 11 1941
41 121 R
51 131 2141
B-1 141 224
71 151 2341
81 1B-1 2441
Mac Address: oo:  oQo: Qo Qoo 00 0o
Al Canicel
Figure 4-60. Add a new ACL allow entry
4.6.2.2 Delete

Before deleting an allowed MAC entry, use mouse to click the entry to be deleted,

then select delete button to delete this entry.
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4.6.2.3 Refresh

Select Refresh button to retrieve allowed MAC entries from the device again.
4.7 System Management

System management includes network utilities used for diagnosing the devices.

4.7.1 Tools Function

4.7.1.1 Tools/ Ping Device

Ping the selected device. Figure 4-61 is shown the Ping Tool as below.

IF: 140.95.102.58 || Apply || Carncel

Pinging 140,96 102538 with 32 bytes of data:

Figure 4-61. Ping tool

4.7.1.2 Tools/ Trace Route

Print the path to the selected device use trace route. Figure 4-62 is shown the Trace
Route Tool as below.
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F: 140.96.102.88 H Apply H Cancel

Tracing route to po 02085 colitri.arg v [140.96.102 58]

owver & maximumm of 30 hops:

M =1ms =1ms =1ms 1721627

P =lmz =lmz =1ms 1721612

Go43ms S59ms 43 ms 218-168-200-254 dynamic hinet net [215.165.200.254]

Figure 4-62. Trace route tool

4.7.1.3 Tools/ Telnet Device

Provide a telnet tool to the selected device. The page is shown in Figure 4-63.
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File Edit Script Terminzl

Login: I

ohnected to 172.16.2.151 telnet anhline

Figure 4-63. Telnet tool

4.7.1.4 Script

The function of Script on Telnet Tool is to provide an interface for operators to run a
Telnet script file. Please select Script->Run menu item then choose one script file to
execute. You can define the telnet command delay by selecting Script->Set Options.
Figure 4-64, 4-65 are shown as below.
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Lack In:  ||&=2 DISC2 (E:)

EEEIEE

InztallerData

Solaris

T Windones

File Marme:

Files of Type: | Al Files

Dpen Cancel

Figure 4-64. Script run

| Line Delay Time (ms) | 500

| oK | Cancel
_—

Figure 4-65. Set option
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CHAPTER 5
Security Management

Security management for EMS provides the authentication and authority for operators.
The mechanism is role-based policy; it means that there are some roles built in
advance. When creating a new role, we can assign some privileges to the role, so roles
are defined in the system. There are two default roles defined in the system:
administrator and user. These roles are used when adding a user, that is, this user must
be assigned to some role, and so he or she can execute some functions permitted by

the role.

This chapter describes all security management functions; these functions are used

only for administrator.

This chapter is divided into the following sections:

e Section 5.1: User Management
e Section 5.2: Group Management

e Section 5.3: Resource Management

5.1 User Management

User management includes add, delete update and query users. When you click the
main menu item Advance->System manager, you will see the function list under the
tree folder in the left panel of the system manager window. Click the System->User
under the tree will present a user list dialog box as Figure 5-1; the functions of user

management are described as followings:
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5.1.1 Insert user

Add a new user to the system, includes the fields: user name, password, e-mail,

description and status. The type of all fields is Text.
5.1.2 Update user

Before selecting update operation, you should select one user which you want to

change in the user list, then press Update button in the top panel.
5.1.3 Delete user

Before selecting update operation, you should select one user which you want to

change in the user list, then press Delete button in the top panel.

5.1.4 User group assignment

When a new user is created, administrator could assign the user to a predefined group
(role). Click the System->User->User Group under the tree will present a user list
dialog box as Figure 5-11 and you select one user from user list box and select
available roles to the user. The default roles are Administrator, operator and System
administrator. Figure 5-1 is shown the User Management Setup Window as below.

Note: The user name is “admin’” and password is “1234”.
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’_'_JM nset || updste || Deste || Fiter || Fefresn |

B User

J User Group Hame Password Email Description Status
& | ) Function Group 1 root +GW MIOKE.. [mot@ems Systemn Administrator |active
J Lo 2 admin ODPikukirr... [admin@ems Administrator Active
B0 Alarmbtail 3 operator b d 03X exE. | |operaton@ems Operator Active

[ Scheduledab

wstemn

Figure 5-1. User management setup window

5.2 Group Management

Group manage provide an interface to add, delete, modify group information. By the
concept of group, we can create some resources used for groups. In this version of
EMS, these resources are Application Functions and main menu functions. After
creating a group, some functions can be assigned to the group, so the user of this
group can use these functions granted this group. The function for group and resource
are described as followings:

5.2.1 Insert group
Add a new group to the system, includes the fields: group name.

5.2.2 Update group

Before selecting update operation, you should select one group you want to change in
the user list, then press Update button in the top panel.
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5.2.3 Delete group

Before selecting delete operation, you should select one user you want to change in

the group list, then press Delete button in the top panel.

5.2.4 Function group assignment

When a new group is created, administrator could assign predefined function groups
to this group. Click the System->User Group->Function Group under the tree will
present a user list dialog box as Figure 5-2 and you select one group from group list
box and assign available function group to this group. There are two modes for
configuration: “Device-View” and “Device-Modify”. Assign “Device-View” for
functions means that all functions can be viewed only, while assigning
““Device-Modify” means that all functions can be modified and viewed. The default
user group “Operator” is set as “Device-View”, so all users with “Operator” only

can view the configuration. Figure 5-2 is shown as below.

P System USErgroups
il User System Administrator -
= P User Group
S B Linction Group functiongroups
= [ Menu Group Available Selected
= Menu Device-View Device-todify

— [ Device Group
J Function Group
J Log
J Alarraail
— [ Scheduleob

==

i

=

Apphy

Figure 5-2. Function group assignment
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5.2.5 Menu group assignment

When a new group is created, administrator could assign predefined menu groups to
this group. Click the System->User Group->Menu Group under the tree will present
a user list dialog box as Figure 5-3 and you select one group from group list box and

assign available menu function groups to this group.

P System LSErOroURS
el |[(Operstor -
B P User Group
| [ Function Grougp Gil=TALES
= [ Menu Group Available Selected
I [EELT ey Metweork Trap View
[ Device Group ey Device Trap History
J Function Groug Telnet Device Alarm iew
J Log Auta Dizcovery Pirgy Device
3 Alarmhdai Local Trace Raute
[ ScheduleJab System Manager Provision
System Alarm History

==
Telhet Provision

Element Delete
File: Upload
PC Lookup
Report ==

Lot Tertn Ph

H

Prafile Manager

Figure 5-3. Menu assignment

5.2.6 Device group assignment

The administrator can assign devices to some predefined user groups. Click the
System->User Group->Device Group under the tree will present a user list dialog
box as Figure 5-1 and you select one group from group list box and assign available

devices to this group.
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P System USErgroups
g User |SystemAdministrator v| Refresh
= P User Group
Tk
= [ Function Groug hiainTree
= [ Menu Group Er$ @:
= Menu

B Metwork Wiew YES

17217 3152
Router-153
Log
] 4 CPE-161
J Alarrabdzil MO

= [, ScheduleJob

[

Figure 5-4. Device group setup window
In this case, the device “device_3” is set as “No”, so the users of Administrator
group can not manage this device. Furthermore, there are three options for network
and device for convenient configurations. A network can set to “YES” and all children
default empty such that all the children will be managed by the user group. A network
or devices can set to empty to follow his parent’s configuration. On the other hand,
the network or device can set to “NO” to disable the control ability of the user group.
So the device will be managed or not depended on choosing “YES” or “NO”. If the
device is set to empty, it will follow the configuration of parent node. Figure 5-4 is
shown as example, the Network View can set to “YES” means if the children set to
empty, it is the same as set “YES”.

5.3 Resource Management

Resource management provides an interface to add, delete and modify resource
information. The resource in the EMS includes Function Group and Menu Group.
Click System->Function Group or System->Menu Group in the left panel will
present the input dialog box. The functions for resource management are described as
followings:
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5.3.1 Insert resource
Add a new function group or menu group to the system includes the fields: function

group name or menu group name.

5.3.2 Update resource
Before selecting update operation, you should select one group you want to change in
the user list, then press Update button in the top panel.

5.3.3 Delete resource
Before selecting delete operation, you should select one user you want to change in
the group list, then press Delete button in the top panel.

5.3.4 Menu assignment

When a new group is created, administrator could assign predefined menu groups to
this group. Click the System->User Group->Menu Group under the tree will present
a user list dialog box as Figure 5-5 and you select one group from group list box and
assign available menu functions to this group.

P system USErgroLps
e |[Operatar |
= P User Group
- [ Function Group (=T
o enu Group Avyailable Selected
- [ Menu Retweork
- [ Device Group Evert
J Function Group Toals
J Log Advanced
J Alarmbdsil

- I Scheduledob

=5

o

L

Apply

Figure 5-5. Menu group setup window
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5.4 Alarm Mail Configuration
5.4.1 Insert Alarm Mail
Add a new alarm mail to the system, includes the fields: Name, AlarmType,

AlarmSeverity, and Subject which will be append on the subject of the email. The
type of all fields is Text. Fill out all the fields like Figure 5-6 and the lunch apply

button.
Field Hame Field Value
1 |Mame rulet
2 |AlarmType DSLForlLossConnection
3 |AlarmSeverity WWarning
I LN ket Test rulel

Epply Cancel

Figure 5-6. Insert alarm mail

And the mail panel will be shown as Figure 5-7:

P System | Inzert | | Update | | Delete | | Fitter | | Refresh
J User

J User Group
J Function Group

AlarmSeverity Subject

AlarmType

Test Rulel

Figure 5-7. Alarm mail configuration
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5.4.2 Update Alarm Mail

Before selecting update operation, you should select one user which you want to

change in the alarm mail list, then press Update button in the top panel.
5.4.3 Delete Alarm Mail

Before selecting update operation, you should select one alarm mail configuration
which you want to change in the alarm mail list, then press Delete button in the top
panel.

5.4.4 Alarm Mail group assignment

When a new alarm mail is created, administrator could assign the alarm to a user.
Click the System->AlarmMail-> AlarmMail Group under the tree will present an
alarm mail list dialog box as Figure 5-8 and you select one alarm mail from alarm
mail list box and select available user. Then when an alarm occurs, the system will

lunch the mail service to send the email to the users who are related to the alarm.

P system alarmmailcanfig

i e Rulet =

J User Group

J Function Groug users

J Log Aveailable s
= P Alarmiail admin -

A lzrmbdzil Group operator

— [ Scheduleob

Bl

Apply

Figure 5-8. Alarm mail assignment

Then the user will receive the alarm information as Figure 5-9.
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EMS Alarm Information -- 172.16.2.151 : port-13,slave-0 -- Test rulel

Alarm Detal Description

Custetner Subiject : Test rule
Dewice Mame : 172.16.2.151
Dewice Entity : port-13 slave-0
Dewice IP : 172.16.2.151

Dewice Type : WAG004A

Dewvice TpTime - 0d Oh Om Oz Oms
Llarm Mame

Alarm Type : DELPortLossConnection
Alarm Severtty | Warning

Alarm Descnption : Link Down
Llarm Time : 2005-02-08 16:26:24

Figure 5-9. Alarm mail information

5.4.5 Alarm Mail Service
After starting EMS Server, the Alarm Mail Service can start after setting SMTP mail

server. Click Program->EMS Server-> EMS Server Admin to login the server as

Figure 5-10:
_|2| eallldllr L r L |
E Phone Tools k Change Bind IF of EMEZerver
2 Java Web Start A5 EMS Server Admin
= CCProxy C Shutdown EMEServer
» Start EMEServer

=) EMSClient

3 i85 Uninstell EM3Server

Figure 5-10. EMS server admin page
The Explorer will popup the login dialog. Fill the account and password.
After login successfully, the page should be Figure 5-11, do the following steps.
Stepl: Press the bottom Invoke button which the Operation = stop to stop Alarm
Mail Service;
Step2: If the mail server need authentication, change the value from false to true and
put Update button then set the username and password. After that, press Update
button.
Step3: Fill the SMTP Server address and then Press Update button
Step4: Press the Invoke button which the Operation = start to start Alarm Mail
Service.

Then the Service is started.
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Sevice Name Change Service

Mail Service Mail Service -

jboss jmxname=MailSerice sernvice=EMSService EnableAuthenication false

Jboss jmx:name=MailService service=EMSService SmtpHost

jboss jmxname=MailSerice service=EMSSerice StateString Started

jboss jmxname=MailSerice service=EMSService UserName

il

jboss jmxname=MailSerice sernvice=EMSService UserPassword

jboss jmxname=MailService service=EMSService start

jboss jmxname=MailService service=EMSService stop

Figure 5-11. EMS server admin main page
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CHAPTER 6
Monitor Management

Monitor management is a service located in the EMS server; it is responsible for
viewing the status of managing devices and storing this information into the backend
database, provides an interface to query. The information includes alarms, traps and
the status. Monitor module will collect the information from devices and dispatch to
other modules such as alert system or northbound interface according to the property

of the information.

This chapter describes the monitor system in the EMS, including polling function,
alarm and trap notification function, and alarm filter for alerting.

This chapter is divided into the following sections:

e Section 6.1: Polling Device

e Section 6.2: Alarm

6.1 Polling Device

EMS server sends some SNMP OIDs to the managed device to check if the device is
failure or not in 5-minutes interval and sends notification the EMS client if the status
of the device is changed. In the left panel you will see the alarms sent to EMS when
polling service get the information. Another function is the LED panel when you
select a device located in the tree. When you open a device box, you will see the LED

changed in general. Figure 6-1 is shown as below.

Vigor3600

POSLAR e QRUTRIREERIY
Eab ot L Sl 3L L L L
\I'-.'l"."-_l.:_il:r'wull'ﬂ'.wvilu
Cu Y

Figure 6-1. Device panel
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6.2 Alarm
6.2.1 Alarm View

You can view alarms when you click the alarm panel in the bottom of the left panel or
select the menu Event->Alarm View to see the traps received from devices. These
alarms will be stored in backend database for query. Figure 6-2 is shown the Alarm

and Trap Window as below.

Alarm View 1 | 4 b =
Device Mame Device IP Alarm Time Device Type Entil | | ACK |

12 = | Clear |

3 | Clear Al |

; Alarm Type

B | ) - |

7 Severity

8 i | Al - |

q

10 Device

11 | |3|

e Etitity :

13

14 | ALL - |

15 Part :

16

7 | -]

18 | Search |

19

20

21

B 1

Alarrn Histor\,n'l

Figure 6-2. Alarm and trap window

The right part is filtering parameters.

ACK

Select alarms then ack these ack to root.

Clear
Single clear the select alarm.

Clear All
Clean all the alarm in the panel.
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Alarm Type

One of the alarm filter rules. There are totally 15 kinds of type. User may choose one
of them or select all as filter rules.

Severity

One of the alarm filter rules. There are totally 5 kinds of type. User may choose one
of them or select all as filter rules.

Device

One of the alarm filters. User may precisely select the device or a network as filter
rules. If the selected device is stand-alone device, the entity will be disabled. The
empty device implies all devices as filter rules in Figure 6-3.

Entity

If device is choosed as network or master-slave device, the entity contains 8 types as
filter rules. Otherwise choose all to omit entity.

Port

The user may precisely assign the ports which need to be filtered. The empty port

implies omitting the ports..

H Metweork iew a

| 1 |
11

= i— 172162151 jl

= ~ Renee

Figure 6-3. Alarm view device

m 5

Enitity

ALL -

Poart

1 2| 3|l a4 5 6 7 8
i 9 10 11 12@14 15 16
M 17 1B 18 20 21 22 23 24

Al Ok Cancel

Figure 6-4. Alarm view port

The clear button will delete selected alarm and clear all will clear all the alarm in the

panel.
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6.2.2 Alarm History View

You can view history alarms when you click the alarm panel in the bottom of the left
panel or select the menu Event->Alarm History View to see the history alarm
received from devices. These history alarms will be stored in backend database for
query. Figure 6-5 is shown the Alarm History Window as follow The Start Time, End
Time, Alarm Type, Severity, Device, Entity and Port are filter parameters. The empty

condition implies all cases. After filling the parameters, the search will get the result

sets.
Alarm History View 1 | 4 b x
Device Name Device IP Alarm Time Clear Time Device | o Time

! |2005-07-25 (|

2 4

3 End Tirre:

4 |2DDS-D?-2B | = |

5

& Alarm Type
| Al - |
Severity
| Al - |
Device:
| ]
Entity:
| alL = |
Part:
| E
| Search |

Rl D
Alarm | Alarm History

Figure 6-5. History alarm window
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CHAPTER7
Topology Management

Topology management is the network map built in the system, when create
management architecture for devices, sometimes some networks domain could be
built for different zones. By the topology function, operator can manage devices easily.
In the EMS client, administrator can edit the network map using the editor toolbox to
build the link state, and some alarm icons located in the map so that operator can view
the state of all devices located in the network domain. The topology is built only for

administrator.

This chapter describes the topology functions in the EMS, including network domain
creation, device auto discovery.

This chapter is divided into the followings section:

e Section 7.1: Network Map

7.1 Network Map

Network map is the topology which illustrates the network architecture that EMS will
manage. You can create this topology for managing issue for one zone or one area,
and then using the editor toolbox to edit the map. The functions for network map are
described as followings:

7.1.1 New Network

Create a new network domain for management. It exists a default root domain for
using. If you do not want to create another network domain, you can use the root

domain for your management domain. The page is shown in Figure 7-1.

Hew Helwork

Metwork Mame |AREA1 ‘

Help 0K | ‘ Cancel ‘

Figure 7-1. New network window
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7.1.2 New Device

Create a new device under some network domain. The fields in the new device

window are described as followings:

Display Name

The name of the device we want to connect. This value is set when new a device.
Device Type
The type of the device we want to connect. This value is set when new a device.

Domain Name / IP

The Domain Name or IP address of the device we want to connect.

Read Community

The community set for reading operations from EMS to device in SNMP. This value
should be set the same as that of the device. If the community set in EMS is not the

same as that of the device, this operation will be rejected.

Write Community

The community set for write operations from EMS to device in SNMP. This value
should be set the same as that of the device. If the community set in EMS is not the

same as that of the device, this operation will be rejected.
SNMP Port

The listening port of SNMP agent located in the device.
SNMP Version

The version of SNMP set in EMS used to communicate with the device.

Figure 7-2 is shown the New Device Setup Window as below.
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Hew Device

Dizplay Mame

Datnain Mame § P

ShF Fort 161

ShMP Read Community pukblic

SMWP Wite Carmmunity private

ShMP Yerzion W2 -
Device Type Maszter-Slave -
Help Ok Cancel

Figure 7-2. New device setup window

7.1.3 Auto Discovery

When you want to know how many devices in the network or want to add them in the
network. The auto discovery will let you see the list. The user may modify the default

value of these values to add the selected devices to the network.

IP_Address
Give an IP address for the engine to discover.

Subnet Mask

This is the subnet mask work with IP address. In Class C, you may type
255.255.255.0. You can specify the precise subnet mask such as 255.255.255.252 or
255.255.255.240.

Community

The read community is for discovering. The default value is public.
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Auto Discovery
According to the ip address and subnet mask, start discovering.

Add
When there are result list in the table or key in by user. Add these devices to the

network if these devices have not been added in the network.

Cancel
Cancel the discovering action. The page is shown in Figure7-3.

Auto Discovery Setting and Function

IP Address | 172 18. Z 18 | Auto Discovery Add
Subnet Mask B . 25 240 |
Community |pub|ic | G s
Auta Dizcovery Result
P | Port | SHMP Read Cummunilyl SHMP Write Community | Display Name | SHMP ‘n‘ersinnl Device Type |
1 |[17216.2.141 161 [puhblic private 17216.2.141 2 Master-Slave
2 1721621452 161 [puhblic private 17216.2.142 2 Master-Slave

Network Yiew | | [NNMDD | | A.to Discovery Complete

Figure 7-3. Auto discovery window

7.1.4 Network Map Editor

When you create a network domain, a network domain window will be presented if
you click the network domain in the left panel of the main window. When you new
devices under this map, you will see a new icon presented in the map. You can move
the devices and draw lines to all devices intent for connection. The functions for this
editor are described as followings:

Save
Save the network map to the backend server if you change anything for it.
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Find
Find the devices in the network map.

Zoom In/Zoom Out
Zoom in or zoom out the map for inspection.

Line
Draw a line for linking to the devices. The page is shown in Figure 7-4.

BEEORRERREEEE RS E R E R RS
. :ddd
LY
a$.... = = @

Figure 7-4. Network map editor setup window
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CHAPTER 8
Log and Event Management

The function of Log and event management for EMS is to provide an interface for
operators to query history events or user logs stored in the backend database. The
events include history alarms and traps, while the content of user logs is the behaviour
of login user. By the log, administrator can audit the behaviours of all users for some

purposes.

This chapter describes how to query history alarms, history traps and user logs.EMS
client provides a GUI for operators to input the filter conditions for query.

This chapter is divided into the following sections:

e Section 8-1: Event management

e Section 8-2: Log management

8.1 Event management

Event management includes the history alarms and history traps, stored in the
backend database. EMS provides a query interface for operators to query history

alarm and traps.

8.1.1 Alarm management

Alarm management provides the query interface for active alarm and history alarm.
Active alarms exist if the status of device has not been changed. If any clear alarm is
received, then the active alarm will be removed from the active alarm list. All alarms

will be kept in the database as history alarms.

To see the active or history alarm, you have to choose Event->Alarm View or
Event->Alarm History View. Alarm View is to display active alarm and Alarm
History View is an interface to query the history alarm.
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8.1.2 Current Alarm

The current alarms are new raised events from the managed devices. Figure 8-1 is the

current alarms from devices.

Alarm View 1 | Alarm YWiew 2 | Alarm Wi 3 4 I

Device Hame Device IP Alarm Time Device Type Entitie ‘ ACK

‘ Clear

‘ Clear Al

Alatm Type

‘ All

Severity

‘ All

‘ Search

K)o

Alarm History |

Figure 8-1. Current alarm window

Currently, EMS provides the multi Alarm View. You can add a new Alarm View by
choosing the Event->Alarm View again or you can click pie chart of alarm summary
panel. Each Alarm View is independent. You can change the condition on different
Alarm View.

The information about the current alarm is described as followings:

Device Name
Show the name of some device that raises this alarm.
Device IP

Show the IP of some device that raises this alarm.
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Alarm Time

Show that the time of this current alarm.

Device Type

Show the type of some device that raises this alarm.
Entities

Show the objects that raises this alarm. The entities include the index of DSL port and

the index of the slave device.
Severity

Show the level of the current alarm. The levels of severity defined in EMS are

warning, minor, major and critical.

Alarm Type

Show the type of the current alarm. The types of alarm are:

DeviceFail: The device can not be accessed by EMS.

DSLFail: The DSL card of device can not be accessed by EMS.
DSLPortFail: The port of DSL card is failure for some reasons.
AtucLossTCA: Lost of signal occurs in the ATUC.

AtucLofsTCA: Lost of frame occurs in the ATUC.

AtucRateChange: The channel rate of ATUC is changed for some reasons.
AturRateChange: The channel rate of ATUR is changed for some reasons.
AtucLprsTCA: Lost of power occurs in the ATUC

AtucESsTCA: The error seconds count by the ATUC for some errors.
AturLossTCA: Lost of signal occurs in the ATUR.

AturLprsTCA: Lost of power occurs in the ATUR

AturESsTCA: The error seconds count by the ATUR for some errors.
Fanfail: The fan of device is failure for some reasons.

Fanstuck: The fan of device is failure for some reasons.

Description

Show the detail of the current alarm.

Problem Cause

Show the reason what raise this alarm.
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Ack Status

Show if this alarm is acknowledgement or not by some users.
Ack User

Show the users who acknowledged this current alarm.

Ack Time

Show the date time that this alarm is acknowledged.

8.1.3 Alarm filter

EMS provides the alarm filter function to view the current alarms for convenience.
The factors for filter are alarm severity and alarm type. By filter, you can only view
the current alarms match these filters.

8.1.4 History Alarm

History alarms are collected by EMS server for a long time and keep the information
to the backend database. If one current alarm has been cleaned or regards as a history
alarm for some reasons, then it is marked as “history” and keeps them into the
backend database.

History alarms can be queried by the date/time, severity and type.
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Alarm History view 1 1 F =
Device Hame Device IP Alarm Time Clear Time Start Time:

2005-10-25 [+]
Endl Time:
|2005-1 0-26 ‘ - ‘
Alarm Type
| Al - ‘
Severity
| &l - ‘
Device:
| Metwork Yiew E|
Ertity:
| ALL - ‘
Port:
| =
[ Gew

Alarm | Alarm History

Figure 8-2. History alarm window

Like Alarm View, EMS also provides the multi Alarm History View. You can add a
new Alarm History View by choosing the Event->Alarm History View again. Each
Alarm History View is independent. You can change the condition on different Alarm

History View.

8.1.5 Alarm Audio

Alarm audio provides unacknowledged alarm for sending alarm prompt sound at
intervals. Alarm promptly can be distinguished by various sounds according to alarm

level.
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|
FTP Mode PASY E“
Alarre Aucdio disable [=]
Alarm Repeat Interval (zec)

Critical Alarm Audio CiDocuments and SettingslJSER WYy Docu. .
Major Alarm &udio

Winor Alarm Audio

Warning Alarm Audio

Marmal &larm Audio

| Ok | | Cancel

——————
Figure 8-3. Preference dialog

To acting the alarm audio, you have to enable alarm audio, set the intervals, and

define sound file for different alarm level. You set these parameters on Preference

Dialog. To active the Preference Dialog, please select Advanced->Preference on

Main Menu. The Preference is as bellow Figure 8-3:

8.1.6 Trap management

The trap management includes trap view and query history traps. When you select
Event->Trap View, a dialog box will be shown and list the current traps. The history

traps are shown in the Trap History View. Figure 8-4 is shown as below.

The fields of this function are described as followings:

Trap Time

The timestamp of the trap is received.

Device Name

The name of the device raised this trap.
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Device Type

The type of the device raised this trap.

Device IP

The IP of the device raised this trap.

Trap Name

The name of Trap is received by EMS.

Sys Uptime

The system uptime of the device raised this trap.

( Trap View Trap History View

Trap Time

Device Hame

Device Type

Device IP

Trap Hame

Trap Description

Figure 8-4. Trap query window

Start Time:

1 |2005-01-07 00:33:06 w3600 3600 140.96.102.... |adslAtucRateChande. . % @
2 |2005-01-07 00:33:51  |M3600 3600 140.96.102. .. jadslAtucRateChange. .
3 |2005-01-07 00:34:35 w3600 3600 140.96.102.... |adslatucRate Chande. . End Tirme:
4 |2005-01-07 00:35:58 |M3600 3600 140.96.102.... JadslAtucRateChange. ..

- 2005-01-10 ﬂ
5 |2005-01-07 00:36:53  |v3600 3600 140.96.102.... |ads|AtucRate Change. .
f |2006-01-07 003816 |w3600 300 140,06 102 |adsiAucRateChange | =
7 |2005-01-07 00:40:34  |W3600 3600 140.96.102.... |ads|AtucRate Change. .
8 |2005-01-07 00:40:34  |M3600 3600 140.96.102.... |adslAtucRateChange. .
9 |2005-01-07 00:41:18  |W3600 3600 140.96.102.... |ads|AtucRateChange..
10 |2005-01-07 01:53:30 |M3600 3600 140.96.102. ... jadslAtucRateChange. .
11 |2005-01-07 01:54:25 |W3600 3600 140.96.102.... |adsIAtucRate Change. .
12 |2005-01-07 01:55:08 |M3600 3600 140.96.102. ... JadslAtucRateChange. .
13 |2005-01-07 01:55:53 |v3600 3600 140.96.102.... |ads|AtucRate Change. .
14 |2005-01-07 01:586:36 |W3600 3600 140.96.102. ... |adslAtucRate Change. . |||
18 =

To view the detail of received traps, select the trap then the detail information about

this trap is shown in the bottom area of trap window, as shown in the Figure 8-4. The

information including the object that raises this trap and variable binding if attached.

The traps EMS server can capture are listed as followings:
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Trap Name

Trap description

ColdStart

A coldStart trap signifies that the SNMPv2
entity, acting in an agent role, is
reinitializing itself and that its configuration
may have been altered.

WarmStart

A warmStart trap signifies that the SNMPv2
entity, acting in an agent role, is
reinitializing  itself  such  that its
configuration is unaltered.

LinkDown

A linkDown trap signifies that the SNMPv2
entity, acting in an agent role, has detected
that if OperStatus object for one of its
communication links is about to transit into
the down state.

LinkUp

A linkUp trap signifies that the SNMPv2
entity, acting in an agent role, has detected
that if OperStatus object for one of its
communication links has transited out of the
down state.

AuthenticationFailure

An authenticationFailure trap signifies that
the SNMPv2 entity, acting in an agent role,
has received a protocol message that is not
properly authenticated. While all
implementations of the SNMPv2 must be
capable of generating this trap, the
snmpEnableAuthenTraps object indicates
whether this trap will be generated.

EgpNeighborLoss

An egpNeighborLoss trap signifies that an
EGP neighbor has been marked down and
the EGP peer relationship no longer obtains.

GsvAdslAtucOpstateChangeTrap

This trap indicates the change in the
operational status of the port.

GsvPortBindingInFdbChangedTrap

This trap indicates that the port on which the
mac address has been learned has changed.

GsvPortMacAddrChangeTrackTrap

This trap indicates that the port on which the
tracked MAC address is being received has
changed.

GsvPortMacAddrFirstTrackTrap

This trap indicates that the particular mac
address has been received for the first time.
This trap will also be received if the tracked
MAC address is received from an existing
port and the port from which it was earlier
received has been deleted by now.

GsvlpaddrGetFailTrap

This trap indicates that DHCP client could
not get an ip address from DHCP server.

GsvControlQueueCongestionStartTrap

For Ethernet or atm interface, this trap
indicates that the interface is in congestion.
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GsvControlQueueCongestionStopTrap

For Ethernet or atm interface, this trap
indicates that the congestion on this
interface has eased.

GsvlnterfaceStatsResetTrap

This trap indicates that interface status has
been reset for an interface.

GsvAdslChipLockUpDetectedTrap

This trap indicates that all the Xcvrs in the
chip have locked up.

GsvAdslChipLockUpRecoveryTrap

This trap indicates that the chip has
successfully recovered from the lock up
condition.

GsvAdslChipLockUpRecoveryFailedTrap

This trap indicates that the recovery from
lockup condition of the chip has failed.

GsvAdslChipPrelnitChkSumFailedTrap

This trap indicates that the pre-init
checksum calculation for the chip failed.

GsvAdslXcvrLockUpDetectedTrap

This trap indicates that an Xcvr lockup has
been detected.

GsvAdslXcvrLockUpRecoveryTrap

This trap indicates successful recovery of an
Xcvr from the lockup condition.

GsvAdslXcvrLockUpRecoveryFailedTrap

This trap indicates the failure of Xcvr's
recovery from lockup.

GsvAdslAtucPerfLofsThresh1DayTrap

This trap indicates that Loss of Framing
1-Day interval threshold for ATUC has
reached.

GsvAdslAtucPerfLossThresh1DayTrap

This trap indicates that Loss of Signal
1-Day interval threshold for ATUC has
reached.

GsvAdslAtucPerfLolsThresh1DayTrap

This trap indicates that Loss of Link 1-Day
interval threshold for ATUC has reached.

GsvAdslAtucPerfLprsThresh1DayTrap

This trap indicates that Loss of Power
1-Day interval threshold for ATUC has
reached.

GsvAdslAtucPerfESsThresh1DayTrap

This trap indicates that Errored Second
1-Day interval threshold for ATUC has
reached.

GsvAdslAtucPerfSesLThresh1DayTrap

This trap indicates that Severely Errored
Seconds-line 1-Day threshold for ATUC has
reached.

GsvAdslAtucPerfUasLThresh1DayTrap

This trap indicates that Unavailable
Seconds-line 1-Day threshold for ATUC has
reached.

GsvAdslAturPerfLofsThresh1DayTrap

This trap indicates that Loss of Framing
1-Day interval threshold for ATUR has
reached.

GsvAdslAturPerfLossThresh1DayTrap

This trap indicates that Loss of Signal
1-Day interval threshold for ATUR has
reached.
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GsvAdslAturPerfLprsThresh1DayTrap

This trap indicates that Loss of Power
1-Day interval threshold for ATUR has
reached.

GsvAdslAturPerfESsThresh1DayTrap

This trap indicates that Errored Second
1-Day interval threshold for ATUR has
reached.

GsvAdslAturPerfSesLThresh1DayTrap

This trap indicates that Severely Errored
Seconds-line 1-Day threshold for ATUR has
reached.

GsvAdslAturPerfUasLThresh1DayTrap

This trap indicates that Unavailable
Seconds-line 1-Day threshold for ATUR has
reached.

GsvPppoeMaxDiscDoneTrap

This trap indicates that the maximum retries
in discovery stage have exceeded for a
PPPOE interface.

GsvAdslAtucPerfFecsLThreshTrap

This trap indicates that Forward error
correction seconds 15-Min threshold for
ATUR has reached.

GsvAdslAtucPerfFecsLThresh1DayTrap

This trap indicates that Forward error
correction seconds 15-Min threshold for
ATUC has reached.

GsvAdslAturPerfFecsLThreshTrap

This trap indicates that Forward error
correction seconds 15-Min threshold for
ATUR has reached.

GsvAdslAturPerfFecsLThresh1DayTrap

This trap indicates that Forward error
correction seconds 1-Day threshold for
ATUR has reached.

GsvHdsI2ShdslFramerOHAndDefects

This trap indicates the Framer Overhead and
Defects

GsvShdslOpStateChangePortld

This trap indicates the change in the
operational status of the port.

GsvShdsIRmtAtmCellStatusTrap

This trap indicates the SHDSL Remote
ATM Cell Status Response.

GsvShdslConfReqUtcTrap

This trap indicates the SHDSL UTC
received in response of STU-R Config
Request.

GsvShdsIRmtEOCUtcTrap

This trap indicates the SHDSL UTC
Received in response of Remoting EOC
request.

GsvShdslGenericFailureTrap

This trap indicates the SHDSL Generic
Failure Trap.

GsvAtmPortUnderDeficitTrap

This trap indicates that the atm port is under
deficit as per rate required by its classes
based on the scheduling profile applied to
the ATM port.

GsvAtmPortOutOfDeficitTrap

This trap indicates that the atm port has
come out of deficit.
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GsvAsaAtmVcEncapTypeChangedTrap

This trap indicates that Auto sensing agent
has changed the ATM VC AALS
Encapsulation Type.

GsvAdslAtucPmStateChangeTrap

This trap indicates that Auto Sensing Agent
is unable to Tear Down the current stack due
to configuration change.

GsvDslChipLbusAccessFailedTrap

This trap indicates that Auto Sensing Agent
is unable to Tear Down the current stack due
to configuration change.

GsvFanUpTrap This trap indicates the FAN Up Trap.
GsvFanDownTrap This trap indicates the FAN Down Trap.
GsvFanRecoverTrap This trap indicates the FAN Recover Trap.
GsvFanStuckTrap This trap indicates the FAN Stuck Trap.

8.2 Log management

Log management includes the user login/logout history, action history, and device set

history stored in the backend database. EMS provides a query interface for operators

to query these history logs.

8.2.1 User Login/Logout log

User Login/Logout logs record the information of the user login or logout EMS

system. You can select the User login/out log to active the user log GUI interface on

the System Manager.
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P System
) User
J User Group
) Function Group
= ) Log
fas [ Action Loy
i

Lser Logindout Log
|-- I Device Set Log

= Schedule Log
0 Alarmbdail
= [ Scheduledob

| Fitter || Delete || Refresh |

Gertime Lser Mame Client Address Start Time End Time
2006-04-15 10:44... [roct 172173166 2006-04-15 10:44... (2006-04-15 10:44...
2006-04-1811:25... [root 172173166 2006-04-18 11:25... (2006-04-1811:25...
2006-04-18 11:33... [root 172173166 2006-04-158 11:33... [2006-04-1811:34 ..
2006-04-18 11:36... [root 172173166 2006-04-158 11:36... [2006-04-1811:36...
2006-04-15 11:41 ... [roct 172173166 2006-04-15 11:41 ... [2006-04-1812:23...
2006-04-15 13:52... [roat 172173166 2006-04-15 135:52... [2006-04-15 13:52...
2006-04-1517:27... [roat 172173166 2006-04-15 17:27... [2006-04-1517:27...
2006-04-15 17:37... [roat 1721753166 2006-04-15 17:37... [2006-04-15 1757 ...
2006-04-1817:45... [root 172173166 2006-04-1517:45... [2006-04-1817:45...
2006-04-1818:12... [root 172173166 2006-04-18158:12... [2006-04-1818:16...
2006-04-1818:17 ... [root 172173166 2006-04-18158:17... [2006-04-1818:15...
2006-04-15 158:18... [roat 172173166 2006-04-15 15:18... [2006-04-15 15:15...
2006-04-15 158:23... [roat 172173166 2006-04-15 15:23... [2006-04-15 15:23...

Figure 8-5. User Login/out Log window

The fields of this function are described as followings:

Gen Time

The timestamp of the user log is generated.

User Name

Display the name of the login user.

Client Address

Display the ip address of the login user computer.

Start Time

It means the login time.

End Time

It means the logout time.
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8.2.2 Device Set log

Device Set logs record the information of the users’ setting device likes provision, line

profile and alarm profile. You can select the Device Set log to active the device set log

GUI interface on the System Manager. The page is shown in Figure 8-6.

I S;Silz:r | | | Delete | | Refresh |

J User Group Gertime Uszer Matne Cliert Address Device P Community Port A

B+ | Function Group 2006-04-03 15:32.. |root 172173166 17217 3152 private 01 P

= * Log 2006-04-03 15:32... |root 172173166 172173152 private 1 PveT
L £ Action Log 2006-04-03 15:32... root 172173166 17217 3152 private 1 PveT]
| ) 2006-04-03 15:32... |root 172173166 17217 3152 private 1 PyeT]
|" [ User Loginiout Lot (5nme o ne ez froat 17217 3166 17217 3152 private 01 PucT
|

[ AD:vice Set Log

[ Schedule Log
) Alarmbdail
= [ ScheduleJob

[ »

Figure 8-6. Device set log window

The fields of this function are described as followings:

Gen Time

The timestamp of the user log is generated.
User Name

Display the name of the login user.

Client Address

Display the ip address of the login user computer.
Device IP
Display the ip address of the setting device.

Community

Display the SNMP write community of the setting device.
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Action Name

Describe the action of the setting.

Error Status

Describe the setting is successful or not.

Error Index

Describe the error index on setting content if error status is greater than 0.
Error Text

Describe the error on setting content if error status is greater than 0.
Content

It describes the set content.

8.2.3 Action log

Action logs record the information of any requests from users to EMS System. For
instance, if you want to see the port status, you can active the port status panel and
select one port to get port status. At this time, EMSClient will request EMSServer to
get the port information from device and return, and then EMSClient displays it on
the port status panel. We call this is a action. As a result, action logs record very detail
information for any users’ requests. You can select the Action log to active the action

log GUI interface on the System Manager. Figure 8-7 is shown as below.
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P System
. | Fiter | | Delete || Refresh |
J User
J User Group Action Clazs Uszer Marne Cliert Address Server Address Action Time Cliert Time P
J Function Group Datataintaindction |[roat 17217 3166 17217 3166 2006-04-15 15:09... |2005-04-16 19:09... [2008
P Log TrapHistoryDetail... [roat 17217 3166 17217 3166 2006-04-15 1 5.08... |2006-04-15 19:08... [2008
L 1 I DataMaintainAction |roat 172173166 17217 3166 2006-04-15 19.08... |20068-04-13 1908... [2008
| User Logiiout Log [CeMantainAction roct 172173166 17217 3166 2006-04-15 19.08... |2008-04-13 1908... [2008
[ A0 ErtityQryaction  |roat 17217 3166 17217 3166 2006-04-18 19.07... |2006-04-15 19:07 .. | 2008
[ Device Setlog | |Datamaintaindction [root 172173166 17217 3166 2006-04-15 183 ... |2005-04-15 15:31 ... [2008
L £J schedule Log Datataintaindction |roat 17217 3166 17217 3166 2006-04-15 1631 .. |2008-04-18 185:31 . [2008
2 slermsi Datataintaindction |roat 17217 3166 17217 3166 2006-04-15 1631 .. |2008-04-18 185:31 .. [2008
[ Datataintaindction |roat 17217 3166 17217 3166 2006-04-15 163 .. |2006-04-18 18:31 .. [2008
= [ Scheduiedob DatabaintainAction |roat 172173166 17217 3166 2006-04-15 1631 .. |2006-04-18 15:31 .. | 2008
DataMaintainAction |roat 172173166 17217 3166 2006-04-15 1831 |2008-04-18 18:31 ... | 2008
Databaintainaction |roat 17217 3166 17217 3166 2006-04-18 15:33... |2006-04-15 18:33... | 2008
Datatiaintaindction |roat 172173166 17217 3166 2006-04-15 18:33... |2005-04-18 15:33... [2008
Datatiaintaindction |roat 17217 3166 17217 3166 2006-04-15 15:33... |2005-04-16 185:33... (2008

Figure 8-7.Action log window

The fields of this function are described as followings:

Action Class

Describe the action of the request.
User Name
Display the name of the login user.

Client Address

Display the ip address of the login user computer.

Server Address

Display the ip address of the EMS Server.
Action Time
The timestamp of the action is generated.

Client Time

The timestamp of the action is requested by users.

Process Time

The timestamp of the action is starting to process by server.
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Server Time
The timestamp of the action is responding to client.

Request Content

Display the parameter of the request.

Response Content

Display the parameter of the response.

8.2.4 Schedule log

After doing Provision or Telnet Provision Setting, the Server will schedule these
jobs according to its trigger. No matter success or fail, the schedule service will
generate logs. The log is show as Figure8-8. The upper window shows the Schedule
Name, fire time, next fire time. And the Success = “Y” means if the job is been
executed successfully. Otherwise the job is still executing or executing fail. For more
detail about the job, select the related row and the lower window will show the detail
of the jog. The most important of all is the Content field. It will show the device about
the action is successful or fail. The reason for scheduling fail may cause by network
error, password incorrect, device does not allow this function. See server log may
really know why the device action failed. This panel also provide filter and delete
operation for reduce log data. When the filter button is pressed, the dialog will show

as Figure8-9.
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P System
| Filter | | Delete | | Refresh |
J User
A User Group Jobr Log 1D Job Mame Job Group Schedule Mame Trigger Group Fire Time
A Function Group 3 Backup DEFALLT Backup! MANUAL_TRIGGER  (2006-04-17 16:20:00 |2
= P Log 4 Backup DEFALLT Backup3 MANUAL_TRIGGER  |2006-04-17 16:53:00 |2
[ ActionLog 5 Backup DEFALULT Backup2 MANUAL_TRIGGER  |2006-04-17 17:20:00 |2
: 6 Backup DEFALLT Backup1 MANUAL_TRIGGER  |2006-04-18 16:20:00 |2
I User Loginfout Log
| Device Set Log
J Alarmbdail
I ScheduleJob
N D
JobLoglD | DetailD | Subject | Cortent |
« |
chedule Log
Figure 8-8.Schedule log window
Field Hame Field Walue
1 OB LOGID %
2 |Joh Mame %
3 |Schedule Mame %
4 |Previous Fire Time 2006-03-3007:30:00
5 |Complete Time 2006-04-01 0F:30:00
G Success %0

Apply | | Cancel

Figure 8-9.Schedule log Filter dialog
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The fields of this function are described as followings:

Job Log ID
Describe the log id of a job.

Job Name
Describe the type of the job, maybe Backup or Firmware Upgrade.

Schedule Name

Identify the name of the job which is setting on the Provision or Telnet Provision
Fire Time
The time which the server executed the job

Previsous Fire Time

The previous time that schedule server executed the job.

Next Fire Time

The next time that schedule server will execute the job.

Complete Time
The latest time that schedule server finish the job.

Success
Identify if the jog is finished successful.

Detail ID
The id assigned by schedule server to identify the device in the job.

Content
The content will show the device name and executing result of the device.
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CHAPTER9
Profile Management

The function of profile management for EMS is to provide an interface for operators
to do the configuration management more quickly. It can do the configuration to
many devices and ports at the same time by using the given profile. Currently, we
provide line profile, alarm profile, and ATM traffic profile.

This chapter describes how to create, save, delete, and deploy profiles.

This chapter is divided into the following sections:

e Section 9.1: Line Profile Management

e Section 9.2: Alarm Profile Management

e Section 9.3: TrafficClass Profile Management
e Section 9.4: PVC Profile Management

e Sesstion9.5: Trigger Profile Manager

9.1 Line Profile Management

Line profile management includes refresh, save, delete and deploy. When you click
the main menu item Advance->Profile manager, you will see the function list under
the tree folder in the left panel of the profile manager window. Click the
Profile->LineProfile under the tree will present a line profile management window as
Figure 9-1; the functions of line profile management are described as followings:
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m Acid or Modity Profile
- ISF PucPratie Profile MNatrie : ﬂ Refresh

= [ LineProfile
= [ AlarmProfile Profile Contert

2|4 =} &f

El Downstream Rate
Intl Max Tx Rate(bps)

Iritl Min T Ratelhps)
Mz Intl Delayims)
Fazt Max Tx Ratelbps)
Fazt Min Tx Rate(bps)

E Upstream Rate

Intl Max Tx Ratebps)
Intl Min Tx Ratelbps)
Mz Intl Delayms)
Fazt Max Tx Ratelbps)

Fast Min Tx Rate(bps)

El Downstream SHR Margin
Target SNR Marging 1M 0cdE)
Mz SR Marging1 1 0dE)
Miry SR Marging1 M 0B

E Upstream SHR Margin

Target SHR Maraing1 M4 0dE]

fzx SHR Marging 11 0dE)

Iir SR Maroingt A OdE)

&\
()

= [ TrafficClassProfile

[ TrigoerProfile

L]

| Save || Delete || Deploy |

Figure 9-1. Line profile management window

9.1.1 Refresh Line Profile

After starting the line profile window, the system will query the all line profiles which
store on the backend database. You can choice any profile by selecting a line profile
name. Once selecting a profile, all the profile data will display all profile parameters

on the profile content panel. You can use the refresh button to requery the all profiles.
9.1.2 Save Line Profile

After changing the profile content, you can use the save button to save the line profile.
If the profile name exists on the database, the system will update the profile.

Otherwise it will create this profile by using the profile name.

9.1.3 Delete Line Profile

You can push the Delete button to delete the profile by using the profile name.
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9.1.4 Select Line Profile
Select button let you to deploy the line profile to the device. The steps go as follows:

Step1: After pushing the Select button, the system will display a dialog to choose

devices and port as below Figure 9-2:

~Device Group Selection

o
5

E Metwwark Wiesw
= 172162151

172.16.2.151-Slaveld 123

172162151 -Slavel E

172152151 Svets N 2l of ol o] el s
A6.2.151-Slave

172.16.2.151-Slaveld mmm SRR IoRIC

172 16.2 151 -SlaveDs 17 18 19 20 21 22 23 24

172.16.2.151-Slavels Al ok

Canicel

| Appaly || Cancel |

Figure 9-2. Device group selection dialog

Step 2: Push the apply button to apply this line profile to selected profiles. The system
will display the deploying dialog to show the display result as below Figure 9-3:
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Starting Dialog

Device | |

Part | I

Start Cancel

Figure 9-3. Deploy progress dialog

Step3: Push the start button to start the deploy the line profile, the result will display

on the center of the dialog as below Figure 9-4:

Starting Dialog

Device
ot

evice: 172.16.2.151-Slavell port: 1 Success
evice: 172.16.2.151-Slavell port: 2 Success
evice: 172.16.2.151-Slavel] port: 3 Success
evice:172.16.2.151-Slavel] is nat available

Cancel

Figure 9-4. Deploy progress dialog
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9.2 Alarm Profile Management

Alarm profile management includes refresh, save, delete and deploy. When you click
the main menu item Advance->Profile manager, you will see the function list under
the tree folder in the left panel of the profile manager window. Click the
Profile->AlarmProfile under the tree will present an alarm profile management
window as Figure 9-5; the functions of alarm profile management are described as

followings:
P Profile Add or Modity Profile
Ll Profile Mame :  |Defautt ﬂ Retresh
= [ LineProfile
AlarmProfile Profile Content

= [ TrafficClassProfile

o= A e
8 [=] v

— [ TriggerProfile SRR

Thresh 15MinLofs 0
Thresh 15MinLoss 1]
Thresh 15MinLolz 1]
Thresh 15klinLprs u]
Thresh 15MinESs 1]
Thresh FastRatellp 4000
Thresh rterleaveRateln 4000
Thresh FastRateDaowen 4000
Thresh InterleaveRatebown 4000
InitF silure TrapEnakle disable [=]

El Atur
Thresh 15MinLofs 0
Thresh 15MinLoss 0
Thresh 15MinLpr= a
Thresh 15MinESs 1]
Thresh FastRatellp 4000
Thresh InterleaveRatellp 4000
Thresh FastRateDown 4000
Thresh IntetleaveRatebown 4000

(AW

(i

| Save | | Delete || Deploy |

larm Profile

Figure 9-5. Alarm profile management window

9.2.1 Refresh Alarm Profile

After starting the alarm profile window, the system will query the all alarm profiles
which store on the backend database. You can choose any profiles by selecting an
alarm profile name. Once selecting a profile, all the profile data will display all profile
parameters on the profile content panel.

You can use the refresh button to require the all profiles.
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9.2.2 Save Alarm Profile

After changing the profile content, you can use the save button to save the alarm
profile. If the profile name exists on the database, the system will update the profile.
Otherwise it will create this profile by using the profile name.

9.2.3 Delete Alarm Profile

You can push the Delete button to delete the profile by using the profile name.

9.2.4 Select Alarm Profile

Select button let you to deploy the alarm profile to the device. The steps go as

follows:

Stepl: After pushing the Select button, the system will display a dialog to choose

devices and port as below Figure 9-6:

Device Group Selection
e

= #

E Metwark View

E 17216215
172.16.2.151-Slavedl 2310
172162151 -Slaved] E
172.16.2.151-Slave02 18 20 a2l 2F 50 6k 70 8

172.16.2.151-Slave0l3 1 ETY BT ETY BT BT BT BT
172.16.2.151-Slave0d

172162151 -Slave0s 17 18 19 20 21 22 23 24

17216.2.151-Slave0b A1l ok e

Figure 9-6. Device group selection dialog
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Step 2: Push the apply button to apply this alarm profile to selected profiles. The
system will display the deploying dialog to show the display result as below Figure
9-7:

Starting Dialog ]

Device | |

Part | |

Start Cancel

Figure 9-7. Deploy progress dialog

Step3: Push the start button to start the deploy the alarm profile, the result will display

on the center of the dialog as below Figure 9-8:

Starting Dialog

Device |
port

evice: 172162151 -Slavedl port: 1 Success
evice: 172.16.2.151-Slaveldl port: 2 Success
evice: 172.16.2.151-Slavedld port: 3 Success
evice:172.16.2.151-Slavel is not availakle

Cancel

Figure 9-8. Deploy progress dialog
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9.3 TrafficClass Profile Management

TrafficClass profile management includes refresh, save, and delete. When you click
the main menu item Advance->Profile manager, you will see the function list under
the tree folder in the left panel of the profile manager window. Click the
Profile->TrafficClass Profile under the tree will present a TrafficClass profile
management window as Figure 9-9; this profile do not have deploy function, it is used
for PVC Profile. So before filling the PVC Profile, the Traffic Class profile should be

setup first. The functions of TrafficClass profile management are described as
followings:

P Fratile Add or Modify Profile

L 3

| & Pvcrofii Frafile Mame : |Defaul]| ﬂ Retfresh
i—- I+ LineProfile

i- [ AlarmProfile Profile Cortent

| [P0 ctricClassFrofie = Al w el

— [ TrigoerProfile

Medium
Lo
Lo
MediLm
High

IR [ [ Y N [T

ratficClazs Profile

Figure 9-9. Traffic class window

9.3.1 Refresh Traffic Class Profile

After starting the TrafficClass profile window, the system will query the all
TrafficClass profiles which store on the backend database. You can choose any
profiles by selecting a TrafficClass profile name. Once selecting a profile, all the
profile data will display all profile parameters on the profile content panel.

You can use the refresh button to requery the all profiles.
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9.3.2 Save TrafficClass Profile

After changing the profile content, you can use the save button to save the
TrafficClass profile. If the profile name exists on the database, the system will update

the profile. Otherwise it will create this profile by using the profile name.

9.3.3 Delete TrafficClass Profile

You can push the Delete button to delete the profile by using the profile name.

Otherwise the table will be cleared.

9.4 PVC Profile Management

PVC profile management includes refresh, save, delete and deploy. When you click
the main menu item Advance->Profile manager, you will see the function list under
the tree folder in the left panel of the profile manager window. Click the
Profile->PVC Profile under the tree will present a PVC profile management window
as Figure 9-10; before setting the PVC Profile, the Traffic Class profile should be
setup first. The functions of PVC profile management are described as followings:

Basically, users may select profile from database or add it manually.
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P Profie

[ LineProfile

I AlarmProfie
[ TratficClassProfile
I TriguerProfie

-Add or Modify Profile

Profile MName : ﬂ Retresh

~Profile Contert

EIEYEY

WLAN | Py |

vLanp | VLAN Marne |
1 [Detautt-vian |

| Save || Delete || Deplay |

P*/C Profile

Figure 9-10. PVC profiles VLAN window

P Profile

I LineProfile

I AlarmProfile
I TratfficClassProfile
f . TrigoerProfile

A ar Wodify Profile

Profile Mame :  [Defaut ﬂ Refrezh

~Profile Content

DIENEY

vLan pyc|
Port PVC VPC Wl MPOA, Channel YLAN
1 il [ il (] 35 wehiu ¥ || Fast || Default-+ian(1) | |
2 =] 1 il 5] 35 wehdu || Fast || Default-+iani1) | |
i |1 x| 35 wichux ¥ | Fast | Default-lani1) ||
|1 Bd wehiu || Fast || Default-+lani1) | |

[ »

R 20

| Save || Delete || Deploy |

P*C Profile

Figure 9-11. PVC profiles PVC window
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9.4.1 Refresh PVC Profile

After starting the PVC profile window, the system will query the all PVC profiles
which store on the backend database. You can choose any profiles by selecting a
TrafficClass profile name. Once selecting a profile, all the profile data will display all
profile parameters on the profile content panel.

You can use the refresh button to require the all profiles.
9.4.2 Save PVC Profile

After changing the profile content, you can use the save button to save the PVC
profile. If the profile name exists on the database, the system will update the profile.

Otherwise it will create this profile by using the profile name.

9.4.3 Delete PVC Profile

You can push the Delete button to delete the profile by using the profile name.

Otherwise the table will be cleared.

NER

The first icon will add a new empty entry to the table. Then users must fill related data
on the table.

The second icon will delete the selected rows data on the table.

The last icon will paste the selected rows on the table, it will help users quickly filled
out the table.

9.4.4 Deploy PVC Traffic Profile

Deploy button let you to deploy the PVC profile to the device. The steps go as

follows:

Stepl: After pushing the Deploy button, the system will display a dialog to choose

devices as below Figure 9-12: the device will be deployed on the value set to “YES”.
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Device Group Selection

2
Bl Metwark View
router224 VES [=]
router229 (e} =]
B 172162152

172.16.2.152-Slavell YES

172.16.2.132-Slavel
172.16.2.1592-Slavel2
17216.2.132-Slavels
172.16.2.132-Slaveld
17216.2.132-Slavels
172.16.2.132-Slavels

L«

| Apply || Cancel |

Figure 9-12. Device group selection dialog
Step 2: Push the apply button to apply this PVC profile to selected profiles. The
system will display the deploying dialog to show the display result as below Figure
9-13:

Starting Dialog X

Device I |

Start Cancel

Figure 9-13. Deploy initial progress dialog
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Step3: Push the start button to deploy the PVC profile, the result will display on the
center of the dialog as below Figure 9-14: From the result: users may see the whole
action log.

If the device is not available, the device will skip. On the other hand, if the value of

profile is not valid, the procedure will stop.

Starting Dialog

(172162151 -Slavell: P C1 /4 delete success
172162151 -Slavell: P CRE2E delete success
172162151 -Slavell: P CES3ME delete success
172162151 -Slave0l: P CR404 delete success

17216 2151 -Slavell: WLANE] 153 Defaut-Ylan(1 ldelete skip
1721621591 -Slavell: YLANEZS Vian-2(2delste success
1172162151 -Slavell: VLANMNESS Wan-3(3)delete success
172162151 -Slavell: VYLANZT 4 Default-Ylan add skip
1172162151 -Slavell: VLANEZE 222(2) add success
172162151 -Slave0l: VLANESM 333(3) add success
1721621591 -Slave0l: VL ANELE 44474 add success
1172162151 -Slavell: P C#1 /4 add success

172162151 -Slavell: P CRE24 add success

172162151 -Slavell: P CEIME add success

o B B I = B L | 1 OO Dt i medied =

Figure 9-14. Deploy progress dialog

9.4 Trigger Profile Management

9.4.1 Refresh Trigger Profile

After starting the Trigger profile window, the system will query the all Trigger
profiles which store on the backend database. You can choose any profiles by
selecting a profile name. Once selecting a profile, all the profile data will display all
profile parameters on the profile content panel.

You can use the refresh button to requery the all profiles.

9.4.2 Save Trigger Profile

After changing the profile content, you can use the save button to save the Trigger
profile. If the profile name exists on the database, the system will update the profile.

Otherwise it will create this profile by using the profile name.
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9.4.3 Delete Trigger Profile

You can push the Delete button to delete the profile by using the profile name.
Otherwise the table will be cleared.

9.4.4 Trigger Setting

The Trigger setting is show after starting the Trigger profile window just the same as

Figure 9-15. Basically the trigger will set the trigger name, start date, end date,

executing time and the frequency. Disable the End Time check box will execute the

job regularly and unlimitedly. For Firmware Upgrade, the trigger setting may set once

and set executing time or right now.

P Protie

I PvcProfile
= [ LineProfile
= [ AlarmProfile

\= [ TrafficClassProfile

TricerProfile

Add or Modify Trigger

Triger Matne |Righthowy ﬂ Refresh

Trigger Setting

1 Mo
) Once
T at |zuns-03-31 00:00:00 | - |
- Start Time it on [_] End Time
|2uus-03-31 | - | |12:uu:uu ||Everyday v| |2uus-03-31 | - |

Figure 9-15. Trigger Profile setting window
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CHAPTER 10
Report

The function of report for EMS is to provide an interface for operators to export, save
and print some statistic data of EMS database. Currently, we provide alarm history,

and Long Term PM report.

This chapter describes how to create alarm history and Long Term PM report.

This chapter is divided into the following sections:

e Section 10.1: Report Dialog
e Section 10.2: Alarm History Report
e Section 10.3: Long Term PM Report

10.1 Report Dialog

All reports are generated through Report Dialog. You need to click the main menu

item Advance->Report to open the Report Dialog as followings Figure 10-1:
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Select report

Feport Mame ;. [|Alarm History Report w

Input Pararmeter

Start Date 2005-10-26 00:00:00
End Date 2005-10-26 23:59:59
Severity All =]
Alarm Type Al =]

Apply Cancel

Figure 10-1. Report dialog

Report Name
You can select different report name to generate different report.

Parameters

Different reports can input different parameters. After changing report by selecting the
report name, the input parameters panel will display the parameters that you can input
for this report. Please change the parameters for each report.
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10.2 Alarm History Report

Alarm history report is exactly the same as alarm history panel on alarm window. But

you can save, print with a well defined format. Figure 10-2 is shown as below.

Eslo] W[« Ivl ] [Dimin @k ]+]

Alarm History Report
S B | s B b T T [ oy T B | Pemeales | A S b A T
1B L PR DN | RO I |y e | e e [T Lk Do | B = iy i £
TN FUET B R Y ——] Eriral [ L Doy | Reshanw altrwm ' l
EC TR [Fresrm—n e Criw DS LmeComerstn | Limk Do | Sotin s diram i ul
Im L1y | TAT T DL | ey s [T Criica DR Moo o O | Stmew e v 1 Lo
n WA OO | e e [T 0% imeamrian Lirvi Dlarts | Biiin = dirwvs i ey ]
V2t frE oz | AT T oL | ey ey [ mdseved | anng | DRPoLosCovenos | Lk Des | St dres i Al
T aph R | BT T et | e gy | madstee0 | Wanng | DiPotomCoeeton | Lok Dows | S = dre L] ul
i
Page 1ol 1

Figure 10-2. Alarm history report
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10.3 Long Term PM Report

Long Term PM Report is exactly the same as Long Term PM data panel on Long
Term PM window. But you can save, print with a well defined format. Figure 10-3 is

shown as below.

[@So] W< | Dnin Qo |~

I-
Long Term PM Report
e — CES Cend I LRl ) I Ul L] R oy | T W
OO0 O | S0 —
D ST 00 -
EE R T AN 00 -—
O Gl £ —
Fos X - RET ] -
000 00 Ol ) 05 n~—
e O X -
e =
o g RE ] =
O O B B -
Forede T el TR
N R 1O/ Lo
SRR 18145 ~
GRS |0 0
e ORAE 1048 0
AR | Vs -
L R
OO 1 b (0 — . L 0 . . - . - i . N . . "
=
< o
Pags 1o 1

Figure 10-3. Long Term PM report
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CHAPTER 11
Provision

The function of provision for EMS is to provide a service for operators to firmware

upgrade and backup with scheduling. Currently, we provide two ways about this.

This chapter describes how to setup a provision schedule.

This chapter is divided into the following sections,

e Section 11.1: Basic Provision
e Section 11.2: Telnet Provision

e Section 11.3: Schedule Job

11.1 Basic Provision

The basic provision is an operation for some devices or networks doing
backup/Firmware upgrade by scheduling Service. Operators may lunch the panel by
Advanced->Provision or selected in the popup menu in the Device Main Tree panel.
The difference is that selected from popup menu has smaller selection scope. It is
shown as Figure 11-1. Operator must select a folder first. If the operation is firmware
upgrade, select a file in the directory is required. If the operation is Backup, fill the
prefix backup name. Choose the device type, apply type, and trigger type that setting
in the trigger profile and subsequently fill the Log Name which is an identifier for
querying scheduling result. Finally, choose the device or network that will be included
or exclude in the job. If the device or network is empty, it will follow its parents’
setting. So it is easy to include whole networks or exclude some devices. The storing
information in the database will include the network name such that a new device is
added still be scheduled in the job. On the other hand, if a device is removed, the job
will not operate on the device. If the device does not support that operation on that
apply type. The job will not be launched.
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Select File
Directary : | B3 titp - | Refresh
File Matne | Propetty | Size Last Modifisd
Bk TestMow-CPE-162-0603... CFG file 112kk 3031006 1,55 P
B Testhow-CPE-163-0603... CFG file 112kk 3431006 1:55 P
Bk TestMow-CPE-164-0603... CFG file 112kk 3031006 1,55 P
EKTestMow-CPE-165-0603... CFG file 112Kk /31006 1:55 PM
Bl Test=chedule-CPE-162-0... CFG file 112kk 2031006 200 P
Bk Test=Schedule-CPE-1E63-0... CFG file 112kk 3431006 200 P
Bl Test=chedule-CPE-164-0... CFG file 112kk 3431006 200 P
Bk TestSchedule-CPE-165-0... CFG file 112kk 3431006 200 P
2kAN255 &l ALL files 1533kh FUFLNA 103080
Select Type

(@) FirrmeeareUpgrade () Backup I:I
Device Type: [[CPE W || Apply Type: ‘SNMP V| Trigger : ‘0331-0404-1400 w | Log Mame : I:l

%3300
Select Devices

=
Bl Metwaork Yiew MO [=]
=
CPE-162 [=]
CPE-163 [=]
CPE-164 [=]
CPE-165 [=]

i

Apply Cloze

Figure 11-1. Basic provision

11.2 Telnet Provision

The telnet provision is an operation for some devices or networks doing scripts on
scheduling by commands. Operators may launch the panel by Advanced->Telnet
Provision or selected in the popup menu in the Device Main Tree panel. The
difference is that selected from popup menu has smaller selection scope. Operator
may select a file that contains command list or type command list in the text area. It is
shown as Figure 11-2.Choose the device type and trigger type that setting in the
trigger profile and subsequently fill the Log Name which is an identifier for querying
scheduling result. Finally, choose the device or network that will be included or
exclude in the job. If the device or network is empty, it will follow its parents’ setting.
So it is easy to include whole networks or exclude some devices. The storing
information in the database will include the network name such that a new device is
added still be scheduled in the job. On the other hand, if a device is removed, the job
will not operate on the device. If the device does not support that operation on that

apply type. The job will not be launched.
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~Select File

M i i*} Select the command text file
Lock I ‘ scripts - ‘ @ @ @

B commands b

Select Devices ——|
=l

Netwark “ie [=]
File Mame: |commands I |

Files of Type: ‘ Al Files: = |

Figure 11-2. Telnet provision selecting commands dialog

The telnet provision panel is shown as Figure 11-3. Check all the setting is correct and

then press Apply. The log can be referenced in Chapter 8.2.4.
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Select File

Selected File | Device Type: |CPE w | Trigoer @ ||Righthow w | Log Matne I:I
=
0331-0404-1400

Select Devices

..
g L

Bl Metwark Yiew MO
B KDs

YES

CPE-163
CPE-164
CPE-165

E1EIEYENEIEY

Figure 11-3. Telnet provision

11.3 Schedule Job

The Schedule Job can query from System Manager->ScheduleJob and there are two
functions. One is Refresh and the other is Delete. The Refresh button will query the
latest status of all the schedule jobs which will fire in the future time. The Delete
button will stop and delete the job. The columns of the table are Job Name, Schedule

Name, Previous Fire Time and Next Fire Time. It is shown as Figure 11-4.
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Delete

‘ ‘ Refresh

Joh Hame

Jackup

Schedule Name Previous Fire Time

tackup

2006-04-17 16:20:00

Figure 11-4. Schedule job

167

Hext Fire Time

DrayTek




VigorCMS Operational Manual

CHAPTER 12
Other Device Type

Almost the previous chapters introduce the basic function on [P DSLAM. In this
Chapter, the CPE devices and the Router devices will be introduced.

This chapter describes how to setup a provision schedule.

This chapter is divided into the following sections:

e Section 12.1: DrayTek 3300 Router
e Section 12.2: CPE device

12.1 DrayTek 3300 Router

The 3300 series router can be managed by CMS. Lunch the add device dialog and
choose the Device type to 3300 Router and fill all the field as the Figure 12-1 The
Login User and Login Password is the web username and password. This information
must be correct for provision. After adding the router, the device will show in the
Main Tree Panel. Double click the device icon, the Status Panel will show as Figure
12-2. Click the mouse right button on upper device status panel will show the popup
menu as Figure 12-2. There are two major types. One is scalar type and the other is
table type. Scalar type can set immediately and then press apply button to change the
value. One example is system time which is show as Figure 12-3. Specially, if the
scalar is read only, it will be grey out. The other type is table. One example is IP mode
table which is show as Figure 12-4. To modify the table must select a row and press

Update. Specially, some table can be added row or delete row.

168

DrayTek



VigorCMS Operational Manual

Hew Device

Display Mame

Darnain Marme ¥ P

ShhF Port

SHMP Read Community

SMMP Wikite Carnmumity

SHMP Yerzian

Device Type

Login Uzer

Login Passward

Router1 53

172173153

161

public

private

W2

Master-Slave

Slave-Standalone

Draytek 3300 Router
CPE

Draytek 3300 Router -

Helg

I

Cancel

Figure 12-1. Add device dialog
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Router153 |

Vigor3300

Multiervice Security Rouwter

Firmwvare Upgracde

[ ] Metweork b BackupRestore

= bt Advance | Reboot

[SE
Q05 » =

System Status| : q b X

VPR P System AN Status

Aj i oow

z4 B B olP M System Time Refresh

B basicStatus System Syslog
Moctel Yigor3300% ig Reset
Firrrwvare Wersion 2.5.7 RC2e (EN) 2
Harclware “ersion 1.0 1.0
Euild Time: Mon &pr 3 15:531:24 C. Mon Apr 3153124 €
System Uptime 0 cays 19 hours 42 min... 0 days 19 hours 42 min...
CPU Uszage 6.4516% 4.6512%

Metnory Usage 54 8651 % 54 8651 %
Current System Time Thu Apr 13132541 2. Thu Bpr 131325122

El lanStatus
IP Address 192165811 19216811
MAC Address 00:50: 7F:30:95: 54 00:50:7F: 30:95:54
Fox Packets ] 0
Tx Packets ] 0

High Availability Status

(5w
(leitt

LManagemem LPerformance |

Figure 12-2. V3300 router status panel

= A - ¥
Eéﬁ 24 -'- %; Refregh
System Time Type brovwser broveser E
MTP Server Reset
Tirne Zone grrit-1200 girt-1200 E
Davlight Saving Tite disable disable = APF"Y
Updste Interval u]
Figure 12-3. System time
System Status | System Time  IP Mode d4 b x
Wallndex | PMode | active Physical Moz | |

static active auto

2 none inactivated |auto
Refresh

3 nane inactiveted |auto

4 nong inactivated |auto

Figure 12-4. IP mode table

The Performance for Router 3300 will have WAN and LAN types. The Start button
will launch service to start querying data and then CMS Client can get the instant
performance and pictures from server. On the other hand, the Stop button will stop
getting data from server. The instant rate is shown as Figure 12-5:
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Interface Rxipkt/s) T=ipkt/s)
I 1
2 |2 0.0 0.0
3 |3 0.0 0.0
4 |4 0.0 0.0

Figure 12-5. WAN instant rate

Select a row and launch the Graph button will get the flow chart of selected interface.

The picture is shown as Figure 12-6. The unit of the table and picture is packets per

second.

Flow Chart

transfer speed [Pris/sec]

Draytek 3300 Router at Router-153

14:20

O output WaN TxPacket:2 .29 Pkts/s

14:25

B0 U1 g oaf i |K1|

Lescription on device: Router-153
[Tue Apr 15 14:16:29 C5T 2006] -- [Tue &pr 18 14:26:29 C5T Z006]

dverage output WaN TxPacket: 3.22 Prts/s Maximum output WaW TxPacket: 5.06 Pkts/ss
Description on dewvice: Router-153
[Tue Apr 15 14:16:29 C5T 20061 -- [Tue &pr 15 14:26:29 C5T 2006]
—_ Draytek 2300 Router at Router-153 %
i z e
d =
g e :
5 o |- s =
i I T

b l I I l
o 1 o5 Ji t ] | I
s I | i [ I i ] I

o |- e I | | ] 1
£ ' ' =
1 0.5
B :
= 14:20 14:25
B input Wal ExPacket:0. 42 Pktsss
dverage input WaM ExPacket: 1.01 Pkts/s Maximum input WaN ExPacket: 1.77 Pkts/s

171

Figure 12-6. WAN instant rate flow chart

DrayTek



VigorCMS Operational Manual

12.2 CPE Device

The CPE series devices can be managed by CMS. Lunch the add device dialog and
choose the Device type to CPE and fill all the field as the Figure 12-7 The Login User
and Login Password is the web username and password. Basically the login user is
empty. This information must be correct for provision. After adding the CPE device,
the device will show in the Main Tree Panel. Double click the device icon, the Status
Panel will be shown as Figure 12-8. The operation works even CMS Client can not
connect to the device.

Hew Device

Display Mame CPE-161

Datnain Mame § 1P

ShhF Port 161

SMMP Read Cammunity public

SHMP Wirite Carmmunity private

SMMP Yersion 42 <
Device Type CFE -
Lagin Uzer
Login Passwoard P

Helg (8].4 Cancel

Figure 12-7. Add CPE device dialog
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CPE-161 |

4 b X
‘ ’.ﬂ |§‘ ;j LRL: [Mitpei1 7247 31614
i 3
uild DatedTime : Tue hap S 1
L dre: ao
Basic Setup Quick Setup
& Quick Start Wizard » Internet Access Setup
=~ Administrator Password Setup o Mirtual TA (Remote CAPI) Setup
= LAN TCP/IP and DHCP Setup
o ISDN Setup
= Wireless LAN Setup
Advanced Setup System Management
= Dynamic DNS Setup = Online Status
= Call Control and PPP/MP Setup = VPN Connection Management
o Call Schedule Setup » Configuration Backup / Restoration
= NAT Setup = SysLog / Mail Alert Setup
» RADIUS Setup o Time Setup
= Static Route Setup » Management Setup v

L Browrser LPerformance

Figure 12-8. CPE device Panel

The instant Rate is the same as previous section. The Start button will start getting

data from server and Stop button will stop getting data from server which is shown as

Figure 12-9. Select one row and click Graph will show the flow chart of instant rate

which is shown as Figure 12-10

[ ThroughPut | Instart Rete |

Interface Rx{Khps) Tx{Kbps) Rxipktis) Txipktis)
(I Ethernetl B
2 |BRID:A n.o 0.0 0.0 0.0
3 |BRID:Z n.o 0.0 0.0 0.0
4 |Ethernet! n.o 0.0 0.0 0.0

Figure 12-9. CPE instant rate
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at CPE-161
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Figure 12-10. CPE flow chart of instant rate
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