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INTRODUCTION
This RFP is aimed to request the tenderer to provide TURKCELL SUPERONLINE for a new “Commercial Price Offer” together for Voice/Media Gateway with all requested information and services as stated in the body of the RFP. Devices should be capable of the below features, management & debugging tools and HW requirements to serve best voice service to TURKCELL SUPERONLINE’s institutional customers in access side of the network. Those devices should also be working with any access and interconnect core devices that are placed in TURKCELL SUPERONLINE network. 
GENERAL REQUIREMENTS
2.1 CAPABILITIES

2.1.1 SNMP: The offered device must be SNMP, SNMPv2 and SNMPv3 capable. Device should allow any Turkcell Superonline device to get statistics from itself by SNMP.
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2.1.2 IP Routing: The device must support static IP routing capabilities.
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2.1.3 Ethernet Auto Sensing: Device must automatically recognize the current local network's speed and adjust its own setting accordingly.
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2.1.4 SIP: Device must be SIP capable over either TCP and UDP described in core SIP RFCs mentioned in below list here. These RFCs have to be supported. Please specify if other SIP RFCs are supported.
Core SIP RFC List:

· RFC 3261

· RFC 3608

· RFC 3262

· RFC 3263

· RFC 3265

· RFC 5954
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2.1.5 H.323: Device should be H.323 capable described in below list here. (NTH)
	2009 (V7)
	H.323v7
(Am1)
	H.225.0v7
(Am1)
	h2250v7.asn
(Hypertext)
	H.245v15
	H245v15.asn
(Hypertext)
	Complete Text
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2.1.6 Fallback: Device must have fallback feature by using corresponding SIP cause code and re-route the call.
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2.1.7 Fax: Device must be capable of sending and receiving the fax with the protocols T.38 and G.711 fax pass through.
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2.1.8 DTMF: Device must be capable of sending and receiving DTMF digits with fully RFC 2833 and RFC 4733 compliancy. 
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2.1.9 Codec: Device must support following codecs:

G.711 a law

G.711 u law

G.723

G.726

G.729 a

G.729 b

G.729 ab

AMR
iLBC
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2.1.10 Security: Device should be capable of IPSEC, TLS, HTTPS, SSL, SRTP , EAP and RADIUS protocols.
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2.1.11 DNS SRV: Device must have DNS SRV support to specify the location of services. SIP Proxy must be configurable as FQDN.
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2.1.12 NAT Traversal & Stun: Device should be capable of NAT traversal and stun to work behind a firewall. Please specify your own firewall protection solution on this device.
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2.1.13 Denial of Attacks: Device should capable of detecting DDOS, DOS, SPIT and TOS attacks, performing preventative actions and reporting with SNMP traps. (NTH)
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2.1.14 Packetization Time: Device must support 10 ms, 20 ms and 30 ms packetization time (20/40/60 ms for AMR) with all above mentioned codecs.
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2.1.15 Payphone: Device must support 12 KHz & 16 KHz Pulse metering V5-Signal-Info for payphone. 
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2.1.16 QOS: Device should be able to perform QOS for voip packets. Please specify the QoS specifications which the device supports . (NTH)
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2.1.17 Dial Plan & Digit map : Device must be capable to configure dial plan and digit map.
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2.1.18 Speed Dial : Device should be capable to configure speed dial. (NTH)
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2.1.19 Short Code: Device must be configurable to make short code phone call. 
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2.1.20 Caller ID: Device must be capable of generating caller ID and enable to manipulate the caller ID, add-subtract Prefix/Suffix. This options should be also configurable.
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2.1.21 DNIS: Device must be capable of manipulating the DNIS.
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2.1.22 Hunt Group: Device must support hunt group configuration. 
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2.1.23 The device should support Silence Suppression & Detection, Comfort Noise Generation, Voice Activity Detection, Echo Cancellation (G.165/G.168) and Adaptive (Dynamic) Jitter Buffer. (NTH)
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2.1.24 The device must support configurable automatic volume setting.

2.2 MANAGEMENT
2.2.1 All device configurations must be made by a web based interface without any other software requirements. All of these configurations must be also made by a CLI interface
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2.2.2 Firmware upgrades made by TFTP/FTP/ISO Image server must be supported. Web based automatic firmware upgrade shall be supported as a secondary upgrade method.
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2.2.3 Geographical Redundancy: Device must be capable of geographical redundancy.
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2.2.4 ACL: Device must support ACL feature. With using ACL, TURKCELL SUPERONLINE can create and edit the users or system processes are granted access to the device, as well as what operations are allowed on it.
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2.2.5 The vendor must support following management features; 
· Telnet, Secure Shell (SSHv1,v2) Protocol, CLI, and http/s management

· Syslog

· SNMP Trap

· SNMPv1,v2,v3

· Local packet capturing (wireshark) on device for debugging

· ICMP (Ping & Traceroute)
· RADIUS and TACACS+ 
· Network traffic monitoring (flow capture and record)

It is nice to have the vendor support following management features; 
· IP service-level agreement (SLA)

· AAA

· Out-of-band management 

· RMON 
· NTP
· LLDP 

· TR-069 , TR-064 , TR-098 ,TR-111 , TR-104 protocol support

· Auto-provisioning support

· Available local Flash/USB disk for wireshark, debugging and syslog capturing locally
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2.2.6 The vendor should support alarm management via SNMP, SYSLOG, GUI or equivalent. (NTH)
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2.2.7 The vendor must support configuration backup/restore.  

2.3 DEBUGGING

Syslog: Device must be capable to send the syslog to a specified device in TURKCELL SUPERONLINE network.
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Debug Log: Device must be capable to collect real time SIP and H.323 (NTH) signalling call.
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ENVIRONMENTAL REQUIREMENT

Power Requirements : The device shall support redundant power supplies. The power suppliers shall be AC or DC. Please specify  power environment details (with voltage and power consumption). The device must support alarm mechanism for low or high voltage situations.
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Electrical & Electromagnetical safety : The device must be compliant with EN, IEC standards. 
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Dimensions : Please specify  dimension details.
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Temperature : Please describe equipment’s operation temperature ranges. The device must support alarm mechanism for low or high temperature situations.
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PRI MODELS SPECIFICATIONS
PRI specific device should capable below specifications with section 2 specifications together.
3.1 GENERAL REQUIREMENTS
3.1.1 Ethernet: Device must have at least 2 10/100/1000 Mbps ethernet connection.
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3.1.2 PRI: Device must have at least 1 PRI connection port and could be working with   ISDN PRI, EURO ISDN and QSIG mode.
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3.1.3 PRI ports must be working as E1 mode without any HW change.
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3.1.4 IP2IP: Device must be capable of working with making IP to IP connection and IP2IP license should be installed to PRI device before delivery.

[image: image40]
ANALOG MODELS SPECIFICATIONS
Analog model devices must be support below specifications with section 2 specifications together.

4.1 GENERAL REQUIREMENTS

4.1.1 Ethernet: Device must have at least 1 10/100/1000 Mbps Ethernet connection.
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4.1.2 FXS: Device must have at least 4 FXS port.
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4.1.3 FXO: Device must have at least 4 FXO port.
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4.1.4 Lifeline Bypass: Device must have continuity to cover the link between FXO-FXS or FXO-PSTN during any device fault or power cut.   
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4.1.5 Input Impedance: Device must work between 600 ohm and 900 ohm.
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INTEROPERABILTY REQUIREMENTS
5.1 FEEDBACK MEETING (CSR)

The supplier should provide the acceptance tests for TURKCELL SUPERONLINE requirements. The suppliers responsibility shall be including preparing the test topology, documentation and executing the test.

Test scenarios shall be provided by TURKCELL SUPERONLINE.

The supplier should be responsible for finalizing the test successfully with TURKCELL SUPERONLINE’s approval.


[image: image46]
5.2 FEEDBACK MEETING (CSR)

Representatives of the Contractors jointly specify the date and agenda of the review board. The meeting should discuss the questions regarding the maintenance and support, evaluating the performance of the Agreement and its effect made on the technical level of the services, too.
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5.3 LICENCE REQUIREMENTS

Supplier must specify the required licences for each feature with additional details.
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5.4 INFORMATION OBLIGATION

Supplier shall regularly and due course keep informed TURKCELL SUPERONLINE about the new software and hardware changes. Supplier shall not apply new software or hardware elements without TURKCELL SUPERONLINE’s approval.
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STATEMENT of COMPLIANCY
The Statement of Compliancy should be prepared and filled in separately and sent back as a part of commercial offer for each numbered heading, item, and sub-items within the body of this RFP. Tenderer shall state full compliancy for each item. All partially compliant items should be explained in detail. Partially compliancy should be understood that the feature needs huge customizations to be compliant. Offers without SoC list, as described here, shall not be accepted.
ABBREVIATIONS
	ABNF
	Augmented Backus – Naur Form

	ACL 
	Access Control List

	AMR
	Adaptive Multi Rate

	CLI 
	Command Line Interface

	DDOS
	Distrubuted Denial of Service

	DNIS
	Dialled Number Identification Service

	DNS SRV
	Domain Name Server Service Record for Voice

	DOS
	Denial of Service

	DTMF
	Dual Tone Multi Frequency

	FQDN
	Fully Qualified Domain Name

	FTP
	File Transfer Protocol

	GUI
	Graphical User Interface

	HTTPS
	Hyper Text Transfer Protocol Secure

	HW
	Hardware

	ID
	Identifier

	IEC
	International Electrotechnical Commision

	IP 
	Internet Protocol

	IPSEC
	Internet Protocol Security

	ISDN
	Integrated Services Digital Network

	LLDP
	Link Layer Discovery Protocol

	MGW 
	Media Gateway

	NAT
	Network Adress Translation

	NTH
	Nice to Have

	PRI 
	Primary Rate Interface

	QOS 
	Quality of Service

	QSIG
	Q Signalling

	RFC
	Request for Comments

	RFP
	Request for Proposal

	RMON
	Remote Monitoring

	SIP
	Session Initiation Protocol

	SNMP
	Simple Network Management Protocol

	SPIT
	Spam Over Internet Telephony

	SRTP
	Secure Real Time Protocol

	SSL
	Secure Sockets Layer

	TCP
	Transmission Control Protocol

	TFTP
	Trivial File Transfer Protocol

	TLS
	Transport Layer Security

	TOS
	Type of Service

	TSOL 
	Turkcell Superonline

	UDP
	User Datagram Protocol

	URI 
	Unified Resource Identifier
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